
Keynote by 

Khaled Fattal

MLi Group,

Chairman  (@) MLiGrp (dot) com

1

CAN ORGANIZATIONS
 SURVIVE 

A POLI-CYBER 
BREACH ? 
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WHAT IS A POLI-CYBER™? 

CYBER ATTACKS PERPETRATED OR
INSPIRED

 BY EXTREMIST ORGANIZATIONN
GROUPS LIKE ISIS/ DAESH AND

ROGUE STATES. 
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KEY DIFFERENCE BETWEEN

CONVENTIONAL CYBER  ATTACKS

VS 

A POLI-CYBER™ THREATS?

MOTIVATION 



This is what experts say and the media reported:
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DO YOU THINK WE ARE
SCAREMONGERING?
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In his book titled: Islamic State: The
Digital Caliphate, author and journalist
Abdel-Bari Atwan, the man who also
interviewed Osama Bin Laden in 96,
describes ISIS as having a: 

"Cyber Caliphate Division that
successfully attacked the US

governments Central Command”. 



Robert Hannigan GCHQ director: 

“Determined  hackers can get in.  They can
cause damage.  Can the business or public

service keep going?”
 

 Ian West who heads up NATO’s cyber-
security services said:

 “The threat landscape is vast, from
malware and hacktivists to organised

criminals and state-sponsored attacks.
Things that we thought impossible can

be done.”
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LETS LOOK AT SOME
PUBLICLY KNOWN BREACHES

&
THEIR HARD COST / DAMAGE
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WITH ALL THIS INFO
WHY ARE TOP DECISION

MAKERS 
(CHAIRMEN, CEOS & BOARD MEMBERS)

STILL NOT LISTENING?



17

CAN ORGANIZATIONS 
SURVIVE 

A POLI-CYBER BREACH? 

ANSWER!

&

Q & A.
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