OHEC|Ao|M Bt AS BE

Version 5.0.0

*)ownsp

May 2025



LN N N N DN NN 0 OO 0 O O OO OO O O O O oo - N N AN N oo m o o0 M & F 10 in wn wn
w N - - - - - - - - - - - - - < " " " o ~ -
2 . . .
: ” .z
. . .
: . .Ul
. : . o
. . « NN
. . . Bl
. . . of| -
. . |.|._._.___.=.
X
. o« e _._.T_IM_._.__o
P e .HH_ O__._.IAl_.
I.. P m.-wo ml_._..mmr_l.
Bl - Co K4 K| K| ©l| &
__A_-l_ L T Y e e e .-...-ﬂoa. « e ﬂ_“_ I._A_lmn_E._OOT
E ---m e e e c--c-ﬁa_lA_l_O- @._--MOM-OIO anm.xo__._._
Ko | i . = sl ol K 8l = = | 9| o[ o
T o I L -~ e s e I T B B e
= ms N DR L e R T R S & 2| or| ®| or| of| Hf ool & S| g T
m._ _|._.._|_._|_.|rL| o_._wm _I/Lm.m_a = & | B = vy oo T T o <l o o v | H H] | R
¥ " = ol Ol B B or| X mAln____m__x_ox:_?ﬁmw___%waw___é%wawWWMW%%%
X + ™| 2 Wl 2 2 K| o o= M| ®ol Hl ol opl ®f Tl Tl 7l Tl ol <| <l anf <l < <l o] %ol =il = H
= c Al gl =] TN NS | Ok o n %
i g k| wr| nH| @ of| @] L wn_n o & Hil o %
a c HI &I A R KH ST 8l Al el »] < 5 < <
H o o 7
s 0T a <

15
16

HAAIZAM

HOF AT EQ|0]




ofZ2AH0| M Hot S Ex May 2025

"oret s 16
OWASP o ASVS o1& at M| OF30f cHSE A& . . . . . . . e e e e 16
ASVS 4 R E AT . . . . e e e e e e e e e e e e e e 16

AT EI L e e e e e e e e e e e e 16
= = e S 16
A HHLIE . . . o o e e e e e e e e e e e e e e e e e e e e e e e e e e e 17

v4.x CHH| HZF Aret 17
AT e e e e e e e e e e e e e e e e e e e e e e e e e 17
B o L e e e e e e e e e e e e e e e e e e e e 18

R B . . . e e e e e e e e e e e e e e e e e e e e e 18
HotHAL ISR Eo S HU B . . . . . e e e e e e e e e e e e e e 18
BMEE B B . . L L e e e e e e e e e e e e e e e e e 18
e B - = L 18
QI EFEMO MH T FMAH . . . . e e e e e e e e e e e e e e e e e e e e e e e e 19
NIST CIRIE M XIE SO ATt A . L L . o e e e e e e e e e e e e e e e 19
CWE(Common Weakness Enumeration) 2t/ A= ZA . . . . . . . . . .. ... ... 19
L o= Lo 1 7= 19
T L I T -1 20
HAE Jhsdo @8 | . . e e e e e e e e e e e e e e e e e e 20
e e A L T I N I e 20

V1 133} Ho|E| HA| 20
MO EE . . . . e e e e e e e e e e e e e e e e e e e e e e e e 20
VLIQIYUHOE HROIIEN . . . . . o o e e e e e e e e e e e e 21
V1.2 218M (Injection) Xl . . . . L L Lo e 21
VL3OO ™A . . . . o o e e e e e e e e e e e e e e e e e e e e e e e e e 22
VIAHZE], AEZ HIZR TE . L ot o e e e e e e e e 24
VIS RSt ARIZEHDE | L L L e e e e e e e e e e e e e e e e e 24
B e e e e e e e e e e e e e e e e e e e e e e e e e e 25

V2 Rad HE Y HIELA ZE 25
0 I 25
V2IQRBH BB WHIELA R BMIE . . . . . L oo e e e e e e e e e e e e e 26
A = G 26
V2.3 HIELIA B HOt e e e e e e e e e e e e e e e e e e e 27
V2.4 RS Rl L o e e e e e e e e e e e e e e e e e e e e e e e 28
B e 28

V3EI TEEE Hot 28
MO B . . . . e e e e e e e e e e e e e e e e e e e e e e e 28
V318 EREAE HOt B . . . e e e e e e e e e e e e e e e e e e e e 28




OiZ2/AH[01Md 2t AS EE May 2025

V3.2 9E5K| &2 EHIE B . . L L e e e e e e e e e e e e e e e e e e e e e 29
V3.3 I B . . e e e e e e e e e e e e e e e e e e e e e e e e 29
V34 HEIRM HOLHAHLIZ G . . . . . . e e e e e e e e e e e e e e e e e 30
V3.5 HE R EH R . . . . e e e e e e e e e e e e e e e e e e e e e e e e e e 31
V3.6 2R ElAA BAM | L e e e e e e e e e e e e e e e e e e e e e e 32
V3. 7CHE HEtRX Hot TRAFE L o . . e e e e e e e e e e e e e 32
BT o e e e e 33
V4 API 2t WEB AMH|A 33
MO S E . . . e e e e e e e e e e e e e e e e e e e e e e e e e e e 33
V41T LEE0L A MH|A HOE e e e e e e e e e e e e e e e e e e e 33
VA2HTTPHIMIXI R AE . . . o o o o e e e e e e e e e e e e e e e e e e e e e e e e 34
V43GraphQL . . . . . . . . e e e 35
V4.4 WebSocket . . . . . . e e e e e e e e e e e e e e e e e e e e e 35
A e 36
V5 It X2 36
L 36
V51T M2l 2MBE . . . e e e e e e e e e e e e e e e 36
V52 MU HEE GBI ZHIX | e e e e e e e e e e e e e 36
B0 I = K I 37
Vo 4 I LR T | . . L . e e e e e e e e e e e e e e e e e e e e e e e e e e e 38
e 38
V6 213 38
MO B E . . . . o e e e e e e e e e e e e e e e e e e e e e e e e e e 38
V6.1 Authentication Documentation . . . . . . . . . . . . . ittt e e e e e e e 39
V6.2 HUHS HOb e e e e e e e e e e e e e e e e e e e e 39
V6.3 At QlE Ot | L e e e e e e e e e e e e e e e e e e e e e 40
V6.4RAFZ QA FHEFI| A ET | L L e e e e e e e e e e e e e e e e 41
V6.5 General Multi-factor authentication requirements . . . . . . .. . . ... ... ... 42
V6.6 T 2| (Out-of-Band) AT HIZILIE . . . . . . . o o o e e e e e e e e e e 43
V6.7ASSH AT HAHLIE . . . o o o e e e e e e e e e e e e e e e e e e 44
V6.8 ID MIEXH (IdP) E S5 QT . . . . . . . e e e e e e e e e e e e 44
- 45
V7 MM e 45
0 T 45
V7.1 MM ZEI M3 L L L e e e e e e e e e e e e e 46
V72712 MA 22 Bt | e e e e e e e e e e e e e e e e e e e 46
V7.3 MM ERROFR . L L e e e e e e e e e e e e e e e 47
V74 ME BE . . e e e e e e e e e e e e e e e e e e e e e e e e e 47




ofZ2AH0| M Hot S Ex May 2025

VZSHMAEHIOL | L L e e e e e e e e e e e e e e e e e e e 48
V7.6 HEROIM THOIE . . . . . e e e e e e e e e e e e e e e e 48
2 48
vg At & 49
MO SH . . . . o o e e e e e e e e e e e e e e e e e e e e e e e e e e e e 49
V8.1 & BMBE . . . L L e e e e e e e e e e e e e e e e e e e e 49
V8. 2Uut S EO MA| . . . L L e e e e e e e e e e e e e e e 49
VB3 RE Z HB O . . . . . e e e e e e e e e e e e e e 50
V8.4 ZIEF A8 2Ol E{AFEE . L L e e e e e e e e e e e 50
o 51
V9 AHH| & E3 (self-contained token) 51
0 = 51
VO.IEZEM A BAY . e e e e e e e e e e e 51
V9.2 ER LHE . . . . e e e e e e e e e e e e e e e e e e e e 52
2 52
V10 OAuth ¢} OIDC 53
2 5 O 53
V10.1 €EtXl OAuth L OIDC EHQE . . . . . . e e e e e e e e e e e e e 34
V10.2 OAuth E2I0IAE . . . . . . e e e e e e e e e e e e e e e e e e 54
V10.3 OAuth 2|AA MEl . L L L e e e e e e e e e e e e e e e e e 55
V10.4 OAuth QI7F ME . . o L e e e e e e e e e e e e e e e e e e 56
V10.50IDC E2I0IUE | . . . . . . e e e e e e e e e e e e e e e e e e e e 57
V10.6 OpenID S . . . . . L i e e e e e e e e e e e e e e e e e e e e 58
VI10.7 SO B . . . e e e e e e e e e e e e e e e e e e e e e e e 59
S 2 59
V11 253} 60
0 S O 60
VILISS IER YL EMBE . . . . e e e e e e e e e e e e 60
VIL2OPESH SO 8 . L L L L e e e e e e e e e e e e e e e e e 61
V113 T3 AUIBIE . . . o o e e e e e e e e e e e e e e e e e e e e e e e e 62
VILASHA SHAl ZI8E & . L e e e e e e e e e e e e e 62
B R O 63
VIL6 B I LTSE . . o o e e e e e e e e e e e e e e e e e e 63
U B = O = e = 64
o 64
V12 Hot 841 64
0 T 64
V121 LEETLS EOEJI0IE | L . o . . e e e e e e e e e e e e e e e e e e e e e 65




OiZz|Ao|M 2ot AT BEF May 2025
V12.2 I8 MHIARFS HTTPS S . . . . . . o ot e s e e e e e e e e e e e e e e 65
V12.3 Qb MH[A ZEOl EAMHOE e e e e e e e e 65
O 66

V13 8N 66
O I . . . et e e e e e e e e e e e e e e e e e e e e 66
VI3 8 B . . e e e e e e e e e e e e e e e e e e e e e e e e 67
V13, 2 8 e B M L e e e e e e e e e e e e e e e e e e e 67
VI33HZ HE HE] L e e e e e e e e e e e e e e e e e e e 68
VIBAQESK RS HE IS . . .. 68
A e e 69

V14 HO|E E= 69
O B . . . .t e e e e e e e e e e e e e e e e e e e e e 69
VI4THOE ES 2MIE . . . o e e e e e e e e e e e e e e e e 69
VI42QHHO[E BT L . . e e e e e e e e e e e e e e e e e e e e 70
VI4.3Z20IME ZHOIE ET . . . . . o e e e e e e e e e e e e e e e e e 71
A 71

V15 5ot IE S o7 [EIN 72
O B . . .t e e e e e e e e e e e e e e e e e e e e e 72
V15.1 B I S OBFIEIM EMBE . . . . o e e e e e e e e e e e e e e 72
V152 HOPFIEIM S BAM | . L e e e e e e e e e e e e e 73
V15.3 80X (Defensive) ZE . . . . . . . L e e e e e e e e e e e e e e 74
V154 OFHSE SAIM . . L L e e e e e e e e e e e e 74
S 75

Vie Hot 223t Q7 A2 75
O T . . e e e e e e e e e e e e e e e e e 75
V161 E 2L EMSBE . . . e e e e e e e e e e e e 76
B 76
V16.3 EOLOIHIE | | . L e e e e e e e e e e e e e e e e e e 77
V164 BT ES . L o o e s e e e e e e e e e e e e e e e e e e e e e e 77
V16.5 27 K2 . . . . o o e e e e e e e e e e e e e e e e e e 78
e 78

V17 WebRTC 78
O I . . . e e e e e e e e e e e e e e e e e e e 78
VI7Z.ITURN ME e e e e e e e e e e e e e e e e 79
VIZ.20[CI0] L . o o e e e e e e e e e e e e e e e e e e e e e 79
V17.3 8T M . . o o e e e e e e e e e e e e e e e e e e e e e e e 80
e 81




L= Hel W o7y

LN (] mn n O O O O O M IN N 0 OO O A mw = 00 00 M - < < 1 O O I~ N~ I~
w 0 0 OO0 OO o o o o0 6 OO0 0 0 0 o0 O O O O O O O O O O O O O O o O
2 . . . .
u| . . . . AMn
Hﬂ . . . .
_._._._ . . . . mby
Q
.E_ . . \R) . 1m
3 . . @) . O
= . . RS . o
A : : 2 . S
2 wy - g . <
Q Wl = = Q
m mﬂ._.m_.. . - B . o
175} _._.IE.“ . . .ArTn . m
= 1 B . ol 2 ‘ S
e-._.-IS- . — u
mll » <l g N
BT . e 2
-kl uy g gl - LY =2 o J
KH E_amﬁaﬂ. L ) [ S<H = - . »n
H =zl <| H| = | £~| - = .o o_ae.r_“_:/ .o g
R =| L g U0 u| <H ol A 08 = | S
%1_0 _._._._El__u__l_._.u_lA_ . _A_.._l.x_._._o.._u._ .ﬂ.ﬂ.ﬂo._ul__“lw/._ulﬂﬂ.mﬂ._( _Mm_._
S m__Au:.u_m_ﬂ. B ol oF .§.§.M§/K\ow§%w..m¢:_.
o] B J0( W =f o & m__:_:A_. Kio| o] Ho| 3o 5| 5l ﬂm_u._uﬂ_ﬂoai - o )
H R s << - | - alalz . 20 3 ool 3l B —| Kiof ®o| off =
k| * ° . N| — | =] ~ Ml ™ Klo ojo| g =0 ofo| g = E = ] b < .
I — Al A M| & A A EnE A ~ =l 3H ol | | w0l T = 7 o X[ X0
- oF “_SS|SS. ._O__L|H|F=._A_-7OL|_”_HH__|_|_MH_LJ_.7_L|.1H —AO.
=2 ey I e e M ] | e L © o Kl 7w
=3 &lEE|ZE|ElT oo oK < oF o =R g s
I < @ o|loldl ololr O 50| 5ol oH &0 5 ™ ™ =IOl ool 8]
Hinl mr{ o nir mr
S oHl 1 [ I+

97
98
98
99

=
L3 o o o o o o o o o o o o o o o o o s o s o s o s e s e s e s e s e s e s

ADEQO HOtIEMA . . . . . ..
=

EEE-7|0xt



OiE2/AH0|H EX AS &

MM

May 2025

x
{0

H
A

24

OiZ2|#Ho|M Hot AE EE (Application Security Verification Standard; ASVS) 2 Ot7|HIE, JHYX}, EHIAH,
HOFME T} tool SSYM, AH|XE7E QHX T OREE|AH|0|ME Fol, %, HIAE W HEsH=0l AH8E + U= 0HE2|HA(0]
=

o
= )
M Heot e At S E0|Ct,

Xz 8l 2fo| M A

Version 5.0.0, May 2025

@00

BY SA

Figure 1: license

Copyright © 2008-2025 The OWASP Foundation.

H 2 M & Creative Commons Attribution-ShareAlike 4.0 International License 0| [Ct2f B T EIC},

A = HE Al 2 ZE S| 2to|dA Z=AS F=5hA| HHsHof Sirt.

y = =

OZME 2|

Elar Lang  Josh C Grossman

Jim Manico Daniel Cuthbert

R

Tobias Ahnoff Ralph Andalis Ryan Armstrong Gabriel Corona
Meghan Jacquot Shanni Prutchi Iman Sharafaldin Eden Yardeni
ZQ 7|o4x}

Sjoerd Langkemper Isaac Lewis

Mark Carney Sandro Gauci



https://creativecommons.org/licenses/by-sa/4.0/

OiE2/AH0|H EX AS &

MM

May 2025

7IEL 7104%} L 2| R Of

7|Et 7|14X S22 5 E o Zte[of Tt

5.x Tl F2H S =0 F=2tEl 32, GitHub off E[2US SE5H o 5.x YH0|E0M HSEE 4= UL

rlo

OHZ2|A|0|M B9t AT EZ2 ASVS 1.0(2008) £ E 4.0(2019) ol O| 27| 7tX| & 0{st 0| S2| EHAUS 7|HOZ BICL,
SAXH ASVS of ot e M2 3 xet HE =22 Andrew van der Stock, Mike Boberski, Jeff Williams, Dave
Wichers § o2 7|0fXtof| ofsH %| = =&ALt 20| 7|0t RE S ZAS| 552 MEHCL 0| J|o4Xtoi| Ciet &
H =52 2 el 2ME 'Zetot.

f R [

2
[—
9

2|2
OHZ 2|70l M Hot HZ B (ASVS) 5.0 Bl 241 A shict,

27H
2008 'Hoi 22 AHRLIE| g2 2 Sl M3 AZHEl ASVS = 2[4 @ o Z2|#H[0]| M1t MH[AS A, 7HE & HAESHY|
fIsh T2l Hot Q7 Arets Folelrt.

2019 F ASVS 4.0 1t 0|2 2021 H2| &2 YOOI E (v4.0.3) & ZA[0]| 0|01 A, 5.0 T2 AT EQ0] Hoto| [ A EH
S Hrget JAtho SR O H et 2Tt

ASVS 5.0 2 Z=HE 2|0, & OF #4{, 22|10 OWASP XMite| AHJLIE|7H ZHLISHA| AH|0|ESt JHMSH7| 9

ol X2 HHWE TS 22 I 7HN £ AXS YEo| £1 s ek

+ HAIE elot £H: 0] EE M2 ohZ2I0lM, Hot, 2F % EF0J2ts 0|S0| 7|2 E0HS 2ot 40| st
T2 M S 7la FHES o|Rsfets Al ot H3t oS YXSH| e RF MBS CHA ZMYCH 27
AR LKSOI A of 12 97 ARgHo| ZRfSHEX| Mmsict

+ HIoh Ao BASh ASVS 5.0 & £ Hot AFS 2A L] 9Ist 27 MBS TUUCE OIS Sof £ sy
Of SHATE| T AEIO| 3 7S X leto RX0| EF 7 AR} 9I¥ Bol 2 Hot AlEHS ZHY 4 UAEE

« JHYE 2E: ASVS = 3 THA 2= S |XISHX| T, 2'&e| Hol= ASVS £ O &A| M  A=F HEUCE 2E
12 ASVS E ®MEiSH| 215t 27| THA|= SAE0f A Hu 20| ASS St 2HE2 =
ZEAQl S LIEIUH, 22 3 2 &2 M HS Bt &2 2F AgS UELL

S 5 SRE 2 ASVS 5.0 0fl= 17 70| ME{o 2 o 350 42| 27 ARgIO| E3HE|0f ULk HES Bt
M7 AHSAS FIoH T T-AUCL OF0| 1201 M2 O[Sk 171 915 v4.0 T v5.0 2He| e ofzo| HBECH




ofZ2AH0| M Hot S Ex May 2025

OfZ2|#0| M wotof= Zo| @iS0l, ASVS & OREIZFXICE BiH 5.0 2 2 H{IHO|X| 3t HHar2 45D ICh, o] oy
ETHZ S O ZH2 ARLIEIZE SHE WM AZT 27} AR S22 2 4 QU2 WO OfLl2t Y3 S 23t Er
£ ofig 4 2Tk CS0| Y 87 AES 7902 78 U AF KNS U7 98 ARLE| FEO| L3 A

OiEz2|3[0| M 2ot Z4F EF (Application Security Verification Standard; ASVS) 2 2 oZ2[7|0]M % AMH|AQ|
%

Hot QAANEHE Ho|otH, oFF S O Z2|A|0| M AA|, 7, SX|E43817{Lt 2ot WItsH= B E ALZH|H K23t Xt2
o|ct.

O] X2 ASVS 29| tAl QAE CIEH, 7|0l M|, QMaQ| 7|8 & X, BEQ| £ AF2 Atdl|7t EEHEICE
ASVS 2| He|

ASVS | 9l 2alol ofZalsilo|d, wet, 2%, E0f ofe &eolgtt. o= 2IHOR ShAsHoF sh 2ot 21X
She SES JHN|D EE|{LL HQIEls R PARYS ML E3 0] Hels 7 RTAREC| EOf S ot 2A
TAfEE mefsict.

AKX A= Helzk= J1'E0] EXSHR| gb=Ct. M2t ASVS @7 AE2 CI/CD Z2MA, SAE, 2F &858 Zaot
OHZ2/A[01 M =8 F7|2 THE ZHof| et X[& 1k ehH| B 7H=|0{0F SHLt,

U EC B M

ASVS =“0lZ2|7|0[d7E Eet Hof 7|50] SEE[00F 5h= THE Sl 2ATE0 HF22 FolBttt. ASVS & e =
Y F7| ¢SS #Y5tLE CI/CD mHo|Z2RlE S8l 0 E2(A[0| 80| =E|= A4S XIASHA| g4=Ct i HF0| E4d
liof sh= 2ot SHE FA[SIC.

ruI

2 of Z2|A|0| M L3tH (Web Application Firewall; WAF), 25 MM E£= TEAQL ZH0| HTTP E2f{EE X2,

e dABste 714 Q4= U8 HOH O 7|50| siE 240 2H o =)

B =HE 2ol o Z2|A[0| Mo YR = ZEFE = QUC} Ol2{et 14 QA= FHAE 8, &
C

7|gtst olH2 = (inbound) 2 OFRHEIRE (outbound) HZ X|$tot ZHEHE @ P AFEH|

HICHE ASVS = O Z2|3|0| Mt 2|7 BHai0] @i7{Lt 2410] ofZ2|7|0] 40| ol HO|S HlojLts RTARIS Yutxoz

xQ/BtCh, 0= Sof, DNS 2= Ystxoz Wro| & me 7|50 ofs) 2Halsict.

DREE7ER| 2, OHZ 2|20 MO| Q2iS AH|stT S22 AAIsH BHAloll CHgt #elo| UX|TH 9| TR A|AT} ofZ2|3H 0| M

i S ClolE 2t AS AR Ste Z R ASVS O M| HlojLhs HOE ZHEgHL, OIS Sof, ojZ2lA0|M Ee g
=

HIO|E W2 UMHOZ 9|F T2 M| Ao MJo|H OHFE|H|0|M L= IHNUXLZL MO{SHK| =Lt




OiE2/AH0|H EX AS &

MM

May 2025

Hot

TE Q7RIS Hoto| AT
0t 70| X{SHE|D, R TARYS THOHH Hot 930l gy 7

U5 7Hs8Hof 3._H1f R-‘MFFOI FEE[H o Z2|# 0] H2|

i)}
e
08
0o
mjo
=]
=z
L
Ot
=
[
fo
i)

J

ASVS = BEEE Z4517| 2I3 73 E|0{0f ot= Hot @PAre| T O Z HAE[UCL. Ol= LTAIYO| diE B SHE
Sd5t7| fle 2ot S Ho|of MgtElCh= 2|o|o|ct, 7|EF 23 FHE = ASVS E 7|Ho 2 &ESH AL, i EME Sl
HEY =+ At

E35 OWASP = %2 Z2HEE 7tX| 1 JUom, ASVS £ Ct2 TZHEQ| LHE3 S5E & A ALYFHO= m|trt.
oS S0, HEX=“EH 7|% L= 2tFoM 5 27 A S oA Hsof sh=oets 22 E + UARH, O|=
Cheat Sheet Series ZZHE0{| A CtR0{ X0} otCt, HEXH=“0| Z0|M O] RFAEE €A E|AELNOF 5H=71"Et
£ HEE ¢ =+ Y2, 0| Web Security Testing Guide Z2H E0||A{ CHECE.

ASVS = Hot TMEII0| A= E o/ =&l A2 OfLIX[2h, SX7tLHES Of8Hst7ALE £ 7HES ZAISH| 2ol 2R

u]
7|1&H X|Alg 231 JAZS HHSH

ot

7MY

“QItArel”ol2t= thofE ASVS Ol A 0| & £F3517| ¢ 2
=32 222 M 27FAY (must) 2 ZetstH #10 AFE (should) 2 Ze6HK| gb=
ChAl &, 210 A2 EXME sl ZSH7| /18 o2 7kset &4 § StLo[7{LE 2E AR DMS Y & QFMSEE &5
SHX| gd=C

ASVS QT2 FHOILE 7|0 HF FLOHREX] 8 = 0|RE 2]
L5 O|LE|UCt Ol ot QFANL0| EF HE YHOILL 1HE SH2Z FREX %3

ATE0] Hotof| M 2oF HA| 8! MEY HIFLIFS =710f| Al=lstH b El MF £ 7150 o L2t =g+ A
= TFHORE 0| ZICE,

[u]
2
13
L]
X
o
rx
[e]

e
o
=2
=2
-|o
m
_l-o'_l-
]
4>
0
o
ne
re
il
ro
=2
>
Hu
rr
rH
rot
15S]
1
40

10



KH

oHAT HE

20|14 &2

=
=

Ok

May 2025

oM 2E

St
o

| ZIE0|L} A

o
=

=t
=

topep 242

e
o
—

23t=|0{of

ot
[=]

HlolE| =

=

—

|_0:|«E

.
o

i

=

=

0|

ojn

Mo 7ls

-
ot

2[A|0] 9 HE X7t 0]

I
=
E[UCE, ofF A ==t

to &
o | O

e
O:

o
o

X|E H|

| —

—

t

o
o

24

Ql
b ooy LiE0o| MRz +

10] 7|cHx|

[

.
O

t

o, & 7

t

(==

.

210 57| ECH=, of

¢ Zdojct.

T

|A=X

3ic

N

Al
=

7l
1

ol

EIH2| ZHo|Lt.

=2/70]

= Of

pS|
Al

Z0|ct, of={et 17

L
= QoM X[E A|E &= O XtMSt SE T 0] 220 =F0| ||

Sursict

ojn

| M2
ks

x
Al

(=14
=

HEdHOF

HIZLIA Hof 75, £

o

40iCt Ct28 2 ASVS = 0|2 7

A
—

}.

Ct. OREZEX| 2, of2{et 20| 2MStE(X| g2 of=¢t

+

ol

2|#|0|- M 7K

=
=

tRIE o Z2Sh= ' ol| CHaH of

=
=]

7HI:|I-
=

=

=

s
DE Y

Ll

ct.

AN

(o]}

oo

Of 7|CHEICt. matA of

Mzt &

-
[

RO 7]

JEf 2

o

.
[=)

=}
24

I.

[
—

—

o

12 AT EQ 0] JHe| BEXQl BEO|L}, DHMIHX 2, I R=
o

Xt2t & Z=sHof st

Ml d EF
A7t QR HO = A8 Of ot S8 EE= 2t0|E2{2|of| 22F 20| 2MetE

—

ZMete Aoz 7|t = A2 ofLICt. oj2{et 2E2 =X HA|IZt 2|1, o

It

o

0, 0| ASVS HT A
of

2{#|0]
$2 ofof ch
Off THE A

o
o
| —

=)

o

IT

=

b

Hots A2 SEZAL =22 HX|7t A= A2 ZHFE|X| 850tof

.I

Q3tcte olct. of
AH|X} CHA of
ks EMSE R A
W JHRt 7t ol
SHerRtol A M2 L 7|

XHofl A

=
S

—_

qw
1

or

=11
=
11

S A AEtoR

of 2t o £2 2= FAHsH= Zo|Ct. 2|

t

o

.
o

b

Hot @At S LIEHHH, H2 O =2 22| 7 At

=2|7H0ld 274
QIC

=

5 of

BIAEOM L1, L2, L3 = BEAlE &

—

|

H=
Oo
OlLt o =2 2| &0l M O o] 23 §l= 274

I

—_

F

o

I.

.
[}
o

.
[}

Mo
QFA

—

2l#lo|

%
ASVS 212 st 2i|tof 4 = ajsfof o
=g

2 A%t 27A

o
2]
=
S

2t



May 2025

1= g

2
(=]

b

[0}
—

20|14 &2

=
=

Ok

Iy

o0
ok
ol

b

«
Kk

ct.

|
ol
KO

.l

{0f| k2t 7SO

M

bofl (2t of =2 2fleel RpArd S

[}
o

S| R XI5k= ZAolct.

2 Ab

_l

[=}

-
o

M Fo0l THO| AHHLl SH 9

2|AHO|H LH &

Ix

= ztof Hwof| RICt. E Cf
=

to| of

o

1

—

o
[=]

.
O

o R A 7
AL

S

F

2
[=]

.

ojn

StH, SRt A|ZIE S LIEHHCE Of 2|#2 ASVS

te

O|C}.
2

§

o
Ho

QAR 2 1 o)A Cf S5,

o

al
=

AL

=

=

tCt. of |

[}

of Al
b 2|0f| =, H

[ &<
S

(==

=13
=]
S

200 E &
A
= QAL

o

F
[

AL

o
AW Eof A

b

[

.

o

2} 2ol AR
tALE 712

2 1
A
0|2

.
o

tA (black box)”HIAE) |5 E|AE{7}

2H d
= =

10| (0:” “S

OfLIX|ZH, RFALE =7t OO 2 HF0| I 4| 2|0f

I‘H

Eekal

s §
[

-

IcH™

t

AL

.I

[d

H
e

LK

ol

F

LIHX| 2F 30% 2| 2+

—

—

t

o
o

HOF

|
O]

tH, &=

.
o

I,

—

.

2|#[0] M| ZH It =|0{0F

Ix

=

O

—

—

SOt} o

o
=

wotg

2 2
2t 3

od
Mo

ol
100

A

o[ct.

5t7| o2 Mo 7|5

{

Tl

3

o MMo| RARY

12




OiE2/AH0|H EX AS &

MM

May 2025

ng

deiof

fuek

2|

M=l 718 A2 =] 5l ofZ2|AH 0| Mef ofE (A0 Hot Y58 BHFsh= HHE St ASVS 7t oiE2[AH0ld
Of OftH 2f|&of| AO{OF etCt D FYHO = FA[SH7| 2L, =22 OHE2|AH[0|1 M| =2t OHE2|H|0|1M AHEXAHS2| 7|CH
X 12{st0] XiAl| fIgS 245t ot 2f|Zoj| A0{0f St FHEFSH=X| ZF3HOF SHCt.

O£ S0, MictEl 212 CIO|EE +TSh= £7| AEIEQI2 £7| Hot SHE 28 1 off Ss7|2 2FY & UXTH 2

2 2210l 8 of Z2(7|o|Mof| CHe nZHof|A| 2| 3 O|2te] &2 MElsty| of2{g o QUL

ASVS AHE ity

ASVS 2| 1 X

ASVS = & 2} 350 7H2| @PAILCZ FHE|H, 0l 17 7] HOE Liw| 0 2} 2 ChA| MM o= M2EICt

&Sl MM 2ol SR E= OfE2|AH|0|Mof| Hetst A2 T7|Ho = & 5! MM S MENSHALE HE-SHE WS thadtshs 20|

Ct. o|E =01, M4l & M4l (machine-to-machine) API 2| 22 @l TEZEJCQt #HE V3 Ho QA2 #H Y
I

i
10
> T

A2 A0|C}t. OAuth = WebRTC £ AF8SHA| =LA sie &

ASVS &2|A=“Major.Minor.Patch”IiEH & EH, A= siE 222 Lol M HEE L0l CHet §=E M Setct.
Fo A0 ME K HN X7 HFE| L, OF0| 2| AN ME F HM X7 HBEH, K] 2| A0 ME M H =

X7t HEEICE

o 0 A - HAH WHM QALY HS E Hotst0] 1o ZE 20| HAE & ULt A8 £ M7 RSO}
(ofl: 4.0.3 -> 5.0.0).

o OOl EE|A - @ FAFO| FIFE( AL MHE £ JAXIP, MM HS = SLSH| RXIEICH A &+ I ER
SHX|2t, o #|<loF gtct (0f: 5.0.0 -> 5.1.0).

o DiX| E2|A - QPALEO| MIAEAHLE (0f: ZEEAHLE 22 Z2R) B AHSHA HEAE  JUX[TH O|H HE|AE F
+HE oS 2|AH|0| 42 THK| Zl2|A EFE =48 Zi0|Ct (6fl: 5.0.0 -> 5.0.1).

2| L2 ASVS o T AIE0| | 2AEICE FHEAE QI 220 242 1S FHIXO| HE2 £ HYF (breaking

change) O 2 7tFE[X| @=L},

EAt @A S 3| E HFHLIS 2 20| 2|0l BBl of2] A2 ASVS E O Rt X ERO| HAMQZ AL 8T +
o

ot A2 ofER|Ao|Me EF EM U /Y £+F0f w2t @AY S Z™ote X5 E= Tl X3 (fork) £ MYt
= 20| ZH3| AFEICh d2Lt 2FAME 4.1.1 S S25H= A0l ZE HHOM S 0|1 HEE FHYS RAISH=
20| SR0oICt

13



\J

OHZ2|A|0]d 22t 4

O
Ol
FH
MM

May 2025

O|MXo=Z = 2F TE|0] &3 gl= MM (of: GraphQL, WebSockets, SOAP, AHE3HX| o= H2) 2 M2Fsto] XiA| 2
=3 ASVS E MMsl{of sirt, ZXH ASVS M F= EE Xt2E QAL &4 A AF2E 2lo|E2{2| £ 2[AAE X}
Mig| dEsH= ZEE 73 XS M350 2 =A0|Ct

ot
1=
I
1=
nE
>
]
N
A
=
N
hO
rlr
Hr

Xjo|Ct. of|E 504, 1.11.3.

« U2 LTAZO| £k Fof| HETICE oS S0, 2= 1.4.4 QT AFE22l2E & MLE|XN[0]H (Encoding and

U2 olie F LHOl A RFAFEO| LIEHLEE MIMoj| sk sict, o2 S0f: 25 1.2.# QAR 213 % MLIE[X|0]
M a0l MM Y| (Injection Prevention) AlMof| £3tCt,

c U2 A MY Lo EF 2FAMES AESICE o€ 501, 0 EEQ ¥ 5.0.0 2 7|E2=2 1.2.5 = tha1 Zth

OfZ2|AH|0[ M 0] (OS command injection) Q2R E 2358t1 2F H|A =Z0| 0f7HH 431 OS

Z¢ (0S
H2|E AEBHAALE %”—”.“é‘ HYE =9 QTGS MESH=R| HB L.

(@)
cn
OEE
A
o

AMEXE BE T 20| HEE # ARLE, LHE M, E1M &= 70N CH2 HA S ALE3dh= A0| HHEt &l stot:

07| Mversion’ ASVS HZA EfI0|CE, O|E £0{: ‘v5.0.0-1.2.5"= H{ZF 5.0.0 2’9/ 3! 3! ML|E|H|0| M Eo|QI=
M EXPMMY UE EX 5 HI QALES 9|0|ste S 2 Ofs|E Zi0|Ct, (0] v-2 9 4 ULCL.)

I A KM HS ool REVE &4 ARXI0{0F BiCt

AERINVRAE ZRISHA| g0 AI8E
Of Stot, BFO| g&st HFE et of

Ol= [ OHE EI91|0|)“1 Hor A

rl_r
I'IF oy
MO :IO
0|>I
]
M
Tk
ra
[
i
it
P
Of
rir
P
[o]
Hu
N
0
el

ASVS 7MY 552 CSV, JSON AU 7[Et HAO = MSEH, Ol HZ = Z2OYUH AE0 RE 4 UL

ASVS X3

X2 M 7HX] 2[E F St
ASVS MO = HE{ O|HE

018 2= £34S 97|

B St AL S8 0l 2t 274 TRt Soleld 22k Bl
g 4 9UCk. Ol2fet QY EAL RINE 4.1.1
1= 22 AZE,

ﬂJ
i
o m
g b
rir
N
=
H
rin
L4
r
2
x
ol
o
%
10

OF

OlA OB 2k ZX|0| 23l gl MM (0l: GraphQL, WebSockets, SOAP, ALSSHX| o= BQ) 2 Marstod XA 2t
£31 ASVS 2 MAMBHO} BICH, TI= ASVS #¥ 1 S 7|02 A[XIst0] ofZa|5H[0] 42| S[Slof mpat 2w 2 = 3 0=
EIsjof sict

ASVS 2| AL Al

ASVS £ ofZ2|A|0|d2| Hotg Wotsts O] S E 4 90
stol

Heot O, Ol = CHS HOllM O XM|S| CHRO{EICt, a2{Lt ASVS(E
£ Z3E HH) of THE A AL A7 62 JHX| A

= UACE,




OiE2/AH0|H EX AS &

MM

May 2025

AR EOH OF7|BIA XK 2 M

OHEz|70| M 2ot AZ EFo| O YutXNQl 8 F otLt= E o OFF|HIE (security architect) £ 2ot M2 2 HEE|=

Zi0|C}. E3| 2|4 o E2|7|0| M0l E Ot OfZ2|AH[0|M OFF[HIME F&SH= WO Lt Xt2 &= H|et=o|Ct, ASVS = o

OlE E5 THE 3! 3 @i AL Mafa 22 2AHHHQl 2X|of sl 2ot OFF|HETL O LI2 Mo 7|sS MEfg 4+ A=
o

— o
£ 510 ol2{st AXE ML= Ol AF2E &= ULt OFF|HIA 8 Mt A2 £3] 0| =0 8 Z0|Ct.

M

—_

Hot Y HZ A2 ZA

Ho

ASVS = ofZ2|3ll0| 8 7t 5 =ot I AX KRS FH[oh7| At 7|OR A E
TEY 0 HolS SO ST2 SECt ASVS 7t 7|to] 2 4
= ot

4 O, UKVt AZEQHE
= E =
St 20| HEE|H, O|MXHO=E

2 S AHEe EFY XES
2 7|2 FH|=|0{0f BITt. ofo] HFM et
o

|AHLIE 5! 2to|E2{2|E EH|5t= 20| HE

2
A
r
2
A
rr
HT
e
=l
N
o <
o] Im
10
A
D

XtSeE thel W ST HIZEE I3 7I0|E2N

ASVS = E2 HIAE 75 E 71X =8 HA UL L2 AB2 7|aXY = UKD CHE A (OFF[EIN B &M
o QFANL S) 2 BM ESO|HM HEE HRE & £ L 7|88 fUo2 HE 7St AR D #HHE E8 %
2 48 Aol cholf EIAEST HA (fuzzing) Sh= ©9l (unit) X S (integration) HIAEE FHEEFOZM, 2t L
Z0ilM o|2{3t X[0f 7| S0| SHIEH| ZHSot=X| &lst7|7F o #|{of BiCt. O S0, 232 HAEERQ HAE AQE

Xp Ch

(test suite) Ol CHH =7t HIAE S ZAM5H0] LA QI 7|2 AFEXt 0|, AW 7 (account enumeration), £
2 (brute forcing), LDAP % SQL ¢! (injection), XSS of| i3t ALEX} 0| S OH7HH S-S B AES 2 QICH OFEEEX]
2, H|YHS oj7HS0f CHEt HIAEO = YEHEQI H|UHS  H|UHMS 20|, 'd HIO|E (null byte) T, OH7H#H 4 XA,
XSS S0| Zgt|ofof tt,

rt
tot

)

HObH Y ws

o

Fleh

ASVS £ ot AT E0lo| 42 Holots HIE ABE 4 QICh. B2¢Eot 3L TN thas| 3 Ho| 47t Al 82l
& 542 Bl ZBSlCh, Ol UL Of ObFPt AES KOt O HHEA| E20| £IX| 84S 4 Ik ThAL, Hot gt 1}
2 }X| oo ¥ Top 1073 22 LAl ARFHCHS ASVS 04 ziels 2l ol7{LIF0| Z2s| 282 2]
ASVS £ M8% 4 9/}, ASVS 7ZE ofZalslo|l8g B uf Chotet SRS T2 =alxel 71X w3t HZsict
ot ATEY 0] TS 93t ZHAYIZA

E50 T3 0|ct. PONXH= ZESHIXE

Ao, TofXRof| A sig 2T EL)|0{7F ASVS 2{['# X

15



May 2025

KH

oHAT HE

2l#H[o]Md 2

=
=

Ok

5]

KIo
ol

OWASP 2| ASVS 21Z 1} M=| op30j CHst Y&

~
S

OWASP

t= ASVS 15 S LS5 AEH0F

R
FHS

X 3 xt7t

ol
Rr
KA

40| OfL|H,

=t aeL R

of
LS

HIAE 710|E +Z0

L
—

ASVS

ol

|
10!

Klo

X0

ICt, J2{L} ASVS 215

EER L

ool 211 24

L«
—

t=oks LHEst

5t &
- O
N
ot

off o

2°f, o2l 7t

I.

.
o
o

DE QFA

o (ol: FAFEH API(stateless API) Ol A2 A|M 2t2]), o|2{st Al 2 B

A O
290

ol

ol

otCt.

.
o

Al BA[&HOF

0
Klo

-y

0

of wh2p 2 2

2[A0]de| 7|5

I
=

O

—
[

SHX| g2, 0

i

.
O
[

__I.!.

2|7 0]

I
=

O

2 &= 7| W=ZOolct.

HHE QAL BRI

TFARLO|

tC}, ofmf

.
o
—

HIE 23| sHof

Klo

-

7
(=]

otCt.

TH HMAlSHOF &

t

Hofl chist o] A

1
[

3

E|X| g2 RFANE H QS

54

-
O:

ch. £t 7

T

SX(ofl chis HEof

A Ol
™ A

F

Roe

i

2

A
(L

L Hro

2{7[0]Mof| of

I
=

| @4ztg ofsi3t, of

ojn!

ol

Klo
ol

toj 2t =5 HE&F BIAELL

2|AH0] M2t R TALS

=
=

te st=2 solsty| 9|8, of

2
=

Hofet. &= HEat

o
[¢]

16



May 2025

KH

oHAT HE

20|14 &2

=
=

Ok

=
[=]

dZ 7L

2[A[0]d TA|

=
=

2 Argsto] of

ojn

A ASVS 27t

E
=

= 9| L2 ¥ L3 27 A3

Ctas| Xtsst 23

HSst= 20| #E=O|Ct.

muin
~
Klo

rct.

e
o
—

S| HI2E8HoF

a5 7t

1

Hlo|C}, et A3 HAE o g2

POl At

of A&

.
[

ASVS 27 M-S HESH| 2

0| ZR3ICt.

)

=3t 2ot HIAE =39 gt

AE

2[#[o]d & oF E|

=
=

2|#0| M Hot E|AE (Dynamic Application Secure Test; DAST) @ B of

(Static Application Secure Test; SAST) 2+ Z2 Xt

7101 ®|AH | A0{oF

S5 of

E

oASHH,

.
O

tojZafelofl SHtZAH| 7

al
== I

PEOIH|AE =HE

=9

-

=]
25 2ot

[=1 el
=

F

ot 7)2 QAR
QA

0|1 the

2EE

IZo|Lt MA| (sanitization) 2F

=5 e
=

olz{et =1S0| &

00

e

HZ ®lojet

a
!

O|L} H|XL|A 2

o
st

Lt, &t ST ASVS 2 1A

A O
4 qlo

il

M EC R

—
—

o, 01 SHeHA

C
[

Lo

Off CHa A &= At

.
o
OI-

=33 QA

tQ| HIAE (unit test) Lt S8 HIAE (integration

2l
test) oF RAFE £ QIO matM 7|EQ| HIAE Xtsst QIZetE 2850f ASVS RFALSO|

= st=2 xX|0f|A 0|0] AFR =9

Pl
(=]

St2 UEE 4 UC

=
=)

KOFSHH, X}

AEQ A%t

HEH|

HHM 4.0 2 L1 2

Ao

2{#[0] 4 FHEXtet

OHE

—
—

SN R HAERLD

tCh B2 ASVS Q7 A S HE5HH ol2{¢t

P

v4.x CHH|

24

HESHE Z40| &

17



OiE2/AH0|H EX AS &

MM

May 2025

B 4.0.3 9] 286 7 R TS B HHEIX| 942 212 11 740 2310, 15 7= OI0|S HHRX| g HelolM 2HHo
AZ FFEQICL 5 109 7 (38%) of RTAES Cf O[A BIH 5.0 O M BEO| RN ER3HX| 9o, 0] 50
e Erasl ARIEIT, 28 e SROR HHEIROD, 31 4 CHE R PARI0| WHEIIC LIHK| 2 7ARSS ax
+HEICH AR 25| 0|20{XIX| $S QTAMGEAE MUSO|LE TZ HHOR QI8 AlMKI} LRbHCt,

5.0 BEIO| HBt HES PIeH, 4.x HFD 5.0 HHOl LT 2 hS BAIS Bl 4 Ut ofE 2AE HSZIch. Of
O S A= ZA| BRI ASE|R| gon, TR0l ttat iejol 5L et 4 9k,

27 et

iolet 57

HH 4.x Ofl= BEOM FlS Helet HX| ¢= Q7FAN0| Zete|of AUSH, 0= MAHEIALE. 5.0 o Hel 7|Z0f et
SHX| g8ALE HB0| 27t58 Q7 AF ot H| 2| =| ALt

HotHF{L|EEC 2ot S 80| 5

FE[0] UYACE HH 5.0 01|A1h QIARStO| &
e

O SHO FNS F0, SH LSS QU LUK fZHel KLOLLL OAl EE B3 QYR R,
o] HIWE Tl Hot SES LAGL| Flof o2 W0l M 4 USS AFHH, TH| YAYS Mt £ UL B
LR IS XYt
w3, SU WOk BHE (HRE QAR N 39 St
23t Hot 2
S AfSHEl ot ZHO|2Hs A ME 5.0 O MEH SEE 2K HolL Ol A 4.0 o FA M8 98 DU
go| ZIskel HEOIT. O|Folls UK RTALO| HBE HENT HAS AHE S 2ot SX| 7HE 9I8t 24

o WP FEI SEE| RS, 02(3 JITIARES BHOHD M JHSi0 UE Tt 2AS 2 TAgoR

PEH WS U AT F

I

HZH 5.0 0l M= of2] oM 2tFD| MZ22 LHES = YSHUCt:

+ OAuth % OIDC -H2
12{5to], JHERIL 2

gl
=2
X
HI
[mny
® g
%2
H
fo
ol
=
9'_|-
mjo
ME
H1
Hu
HI
L)
;ol-
rl'l
_,>|-_
o
O-LJ
LI
i)l
|0
HU
Jn
L]
il
e
H=1
H1J
IUE
ra
m"l
1

18



ofZ2AH0| M Hot S Ex May 2025

ZO[XI OAuth 5! OIDC ¢ &2
Mg nefstel M8 QTARO| £7tx|

of, ¢z 25 QPARYS HH U 912 YR utol eipt
253} B BHAIEICE.
71E V1O B AHEITE MEolls HI0IA S0l R7AR0| Z3tE|of D

Al
HIX|E| A, RFAIL2 55 HAH 3 E2tet 20| O|R0{F{Ct.

=

)

o|f BEdte| 27 nfd HA

OlME 28 EFEue| X ofo| ®MHERALCE 0l= OWASP Common Requirement Enumeration
ZHEcto| IjH S FH|SL7| 23t WO, 0|Z Solf ASVS & CHASt OWASP Z2HE 5l o[ F&u et

of2Hofl M 2HS}H= Hiet 20], CWE 2t NIST 0j thet 2% i 22 ¢ o4 |XI=X| =L}

NIST C|X|& A9l X|Xlate| Hetr Zt

re

NIST CIX|& &1 X|H (SP 800-63)2 2S¢t 215 & ot 204 Hoj2] H1 Xtz = X0 ATt HH 4.x M= Y
5 ZO| NIST 2| #z=2 0{0i| LESIHA HEEIO AUCH.

O[2{et X|H2 3| St H11 A= O|X|2, X|LHX[A At HE2 22| SEEIX| = 80 A, RA QFAIL S
=, ST i 242 EXE XastACt HE 5.0 M= g 282 £0[7] floh ol2{¢t M2 LAlS X|Let

CWE(Common Weakness Enumeration) 22| Z& T Zt4

CWE(Common Weakness Enumeration)2 AZE|0 Eot oFM0j| Lot R8¢t 2F HAIE MIetct, J2{Lt 7t
Bz M8 CWE, thd CWE off Cist fZ o {2 F, HH 4.x o 2™t i S o2 EXZ s, KM 5.0 oAM=
CWE 2to| 27 mid g Fthet7| 2 ZX-SHRALY.

«2
-
U

[o)

Hu

4>

MM

fljo

ox

ofsta, 2 HIO|E & XM2[st= 2E iE 20|

’

19


https://pages.nist.gov/800-63-3/
https://cwe.mitre.org/

ofZ2AH0| M Hot S Ex May 2025

T 5.0 M= LISt 22 HEfOM e = o2 2HEHS i ZsHULC.

ARHOZE WM 4.x O|M & HAIZ AFEE(T A3 0t3 Al HH 5.x Ol A= markdown, PDF, DOCX, CSV,
JSON, XML § 2 E HA0f|A Tt =Xt E7|E AHESIC} ot S8 2l8l, 7|= M3 012 YA2 RX|st= CSV,

JSON, XML £3 =& ehi M3 ECt.

FQ) e st

e 101" #3102 URSUNE citel HEEA0I 0] SR LI 28, 1202 of 120 49| 2740

ZSHEICHs Ho| S MBiSHCHE TISHo] QIRUCH B 5.0 0l L1 S 52 14 %ol A% 2748 S0z Hel

StoZ N, HCt Hets f_l 2HA8st QRAISIO 2 FQ HHZ ShE XL SIFCE XM 2= v4.0.3 HIME HM 278 H &
| 345 7 2 70 7=, 20% o B,

::

A

HZ 4.x 0| M Eil“" 1 2FARtE MTSE FR 7|IE2 R UYL HE HAES S0t HIt 7Hs-go|UCE. d2{Lt 012
SHEZ2 L1 S A4 Hot SH| M2 ol 2af SH It 2T S| FEsHA| pARACt. LR AF8XH= L1 0| Hets &t
7|off & =3tC f_T'_ 21, CHE AFSXHES HIAET {2 ofFCta HWotstct

HAE 7HSES 71EQ2 tf= A2 YA Y B2 OfLE 2= R E 2L ZICE. RTFARLO| E|AE JhS3tLHE AL
AO| XtSSHe|7Lt Zhcholt AAO 2 HAEY £ JIZSS BHSHK|= 4=C0h. O LIOtt, 7He 2 A HIAEY = A= QA
SO HIEA 7HE 2 Hot 23S JHX| 7Lt 7H F130] 0[et R ARl A= OfL|Ct,

et HAE 5.0 M= =& 2F Al 2e 4 235 UKoz 125y, 730 2R

rg

CHE SH 02SHC.

HoljTl +F2 275t ol 7| 2 8IILPXI71I74"'5._|Zd EEE%& b &HZ 2ot SH e

It =X 2 AHA ol H5 ot AFEXI0| A RS = HAIXIof K2l HESCH D HEE|= +F5 H4sts 20| AT
Ct.

V1 i3 st Hio[E] FH

Hol 58

O FHoll M= A2 & gli= CIOIHE ATSHK| Q4A| XM2(st0] Ldst= 71 =ot @ ofE2(A(0| M 2ot oFHES LHELt
ofz{et FHS2 M2 & gl= CIOIE{7L 2t QIH{Z2|E Q| 2 Ao et M =T A Crdet 7|=H FA-SE 0[o

dichof @ o Z2|AH 0l Mol M= mi2to|E el 72|, XS O|AA|0[E, = B! Z2fde3et 22 O et API S &
= 20| g4 7t Bt &, 2L 2, 0|AAH|0Y, = HI0|H HHE MBS Melsh= A2 o Z2(AH[0[82| 2ot

20



May 2025

KH

oHAT HE

20|14 &2

=
=

Ok

to] (defense-in-depth) HI7{LIE &2

HIO|E{7} 7| S HI=L| A AL

el
| HI=UA ZEFOIN CHRD QICh

JEL

V1.1 213 3 H|o|E FH| ofF|EIX

B CE= OIE{I2|EE QALEEO|

i]d]

=
ot

X[5t7| 2|

.j

ot
HMIAIEICE O RFAFES2 X2|7} O|F0{MOoF

M.

| mf 013

e

HlO[E{7h A

-
ot

Ch &=

Kok 9|X|ofl ci3t Ly

s A
= 1=

mr

J2Ho| AE 2 MEE T

)
=

YE[ALE o] AH|0| =& HEH (ofl: HTML 212 ¢) 7} ot

2

B0
i

2

ol

1.1.1

JEj2 C| 2T =| 7Lt A0|AH|0|Z £|0{oF 5tH, ABH El O

b

.
o
—

-
et

Of 712 XMz2|=|7| Hof| 2==(0{oF

ey

Ct. o] 2Hg=2
Z0|L} H|o]E| HF| 0|Z0]l= 3 E|H

O[E{7} ofj &2 mh 2t C| 2T =|0{0F

Ch oIS SO0IM

oF ElCt.

7t A
[

JEE

2|#[0] 40|

=
=

Ot

1.1.2

tALE QIE| Z2|Ef XEAOf| M X 2|5H=X] H Bt oF Stt.

.
o

H

V1.2 21 M (Injection) 2X|

AE (context) Of QIFSIAHLE 7t72 |X[0|M +™El= =

24el

X7 &R Y= AL

[E10[ M
Y 3l o|AFA0[HO| FatE 4 ALt

g

=02 Az

= 0|8

U2 ZR0IM 2T EH0f 2to[E2{ 2|0

O ZR3IC},

2

o0
U

ot
M AZ7 HEEX $=E HTML 24, HTML

1.2.1

HTTP 8%, HTML 2M £= XML 2AM0i| the

2 M
1 Oy

2
(L.

Hof BICt. OIS =

HTML &4, CSS, HTTP ¢t 2 S0i| %= EUHE =Xt

——
Fatd

tCt,

—

oy
o

Jo| 4-84=|0fo}

Of, BIAIXILE

HX} (Uniform Resource Locator; URL)

(o]
2 4]

s A

1.2.2

tC} (Off: 2[Lt = oH2to|E

—

.
o

IYE[J=R] HBBHot

Bl ClIO[E{7} Bl

t URL Z2EZ0H0| 3| 8%|

— -

2% obss

21



ofZ2AH0| M Hot S Ex May 2025

# e
1.2.3  SHOE MHIAIRE Zelx (JSON E¢) 2 YN O AIXILE 2N PES R A2 Y 1
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1.5.2 AE|Ho 3AHS YK|6H7| fl6H A2 4~ gl= CIOIE 2| HEIA3 A| K| Bt 518 =8 AL 2
= Z220|HE Mol | EtY HM|otat 22 rHet = X2| WAlo| HBE|=X| Z4EBsHoF o
Ch. fES eS| oHHsHR| b2 AC 2 XM El 2} HALIES M2 + ele Y=ol CHal
BIEA] AL A = 2t EICY,
1.5.3 OfE2|AH0|Mof|A St olofEf EFR (0f]: JSON IhA, XML ItA{, URL ItA{) Of CHol At 3
El= ME CHE DM 50| Y2tEl Ao = Iy (parsing) 2 A6t SYUst Xt QIR &
AE AZ3t=X| B0k Strt. 0|S Sl JSON & =228 FAFOo|Lt &1 4 mp ot
(Remote File Inclusion; RFI) % SSRF &0 24 £ = MZE CH2 URI = It
o ot & 2XHE LA~ Ak
XX
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XMt LH82 CHa s &
« OWASP LDAP QIHM gfX] X|E A|E (Cheat Sheet)
« OWASP AMO|E 7+ A3-E (Cross Site Scripting; XSS) &X| X|E A|E
« OWASP &M 24| 22 (Document Object Model; DOM) 7|8t XSS 8X| X|[E A|E
« OWASP XXE 2X| X|E A E
« OWASP 3 HOt E|AE J10|E; 22l0|AUE X HAE
« OWASP ZtH} QIZE T2HE
« DOMPurify - 22(0|HE £ HTML &H| 2to|=2{2|
« RFC4180 - CSV It ol & E U (format) X CtE X QI E Yl K Y & (Multipurpose Internet Mail
Extensions; MIME) E}2!
HE|Hot L= Oh ZH|0] Ciet XiMet LI8 2 CHE s & :
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https://cheatsheetseries.owasp.org/cheatsheets/LDAP_Injection_Prevention_Cheat_Sheet.html
https://cheatsheetseries.owasp.org/cheatsheets/Cross_Site_Scripting_Prevention_Cheat_Sheet.html
https://cheatsheetseries.owasp.org/cheatsheets/DOM_based_XSS_Prevention_Cheat_Sheet.html
https://cheatsheetseries.owasp.org/cheatsheets/XML_External_Entity_Prevention_Cheat_Sheet.html
https://owasp.org/www-project-web-security-testing-guide/stable/4-Web_Application_Security_Testing/11-Client-side_Testing
https://owasp.org/owasp-java-encoder/
https://github.com/cure53/DOMPurify
https://datatracker.ietf.org/doc/html/rfc4180#section-2
https://datatracker.ietf.org/doc/html/rfc4180#section-2
https://cheatsheetseries.owasp.org/cheatsheets/Deserialization_Cheat_Sheet.html
https://bishopfox.com/blog/json-interoperability-vulnerabilities
https://www.blackhat.com/docs/us-17/thursday/us-17-Tsai-A-New-Era-Of-SSRF-Exploiting-URL-Parser-In-Trending-Programming-Languages.pdf
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HOZ WE 0| EWYM XSS YXGHX| HEHCH
IES
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OWASP Web Security Testing Guide: Input Validation Testing
« OWASP Web Security Testing Guide: Business Logic Testing
+ Anti-automation can be achieved in many ways, including the use of the OWASP Automated

Threats to Web Applications
« OWASP Input Validation Cheat Sheet
* JSON Schema
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+ Set-Cookie __Host- prefix details

+ OWASP Content Security Policy Cheat Sheet

« OWASP Secure Headers Project

OWASP Cross-Site Request Forgery Prevention Cheat Sheet

HSTS Browser Preload List submission form
« OWASP DOM Clobbering Prevention Cheat Sheet
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« OWASP REST Security Cheat Sheet

* Resources on GraphQL Authorization from graphgl.org and Apollo.
+ OWASP Web Security Testing Guide: GraphQL Testing

« OWASP Web Security Testing Guide: Testing WebSockets
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5.2.1 OfE2|70|M0| H& XotLt MH|A HE B2 (Denial of Service; DoS) 2 YUK 11 1
NMelg 2 e 37|19 oot 5183H=X| ZZdlof sict.

5.2.2 OiZ2|#|0]M0| I XpH| = zip THLat 22 OFFI0[E LHo|A It S 318 uh, mb =zt 1
Xp7} ofl & md ShEEREQL AK|SH=X| 2lstn LHE0| EALE B E &1 AX|st=X| &2l
Sh=X| B0k SHCE 07|0l= Z=7|‘0fZ| HIO|E (magic bytes)’2tQl, 0|0|X| RHZFA 3l
oY g R4 HAE 218 T E 2to|E2{2| ALZ0| g X|2H ool 28X §b=Ct. L1
9| 22, EF HIXLIA E= Hot AT S W2|= Ol AR = Tholtt HEE 4~ ATt L2 o] 4
M= S8El= BE o XE|0{of BT}

5.2.3 oiEz|7|o|Mo| h= e (of]: zip, gz, docx, odt) S = sHH|st7| Holl SHEE= Ao & 2
= ol 27|<t X I~ 2flst=X| ZEsHoF Strt.

5.2.4 Y AMSXIE LR B2 mo|Lt Bt sHA| 2 MU E ME S22 MK RS AHEANE 1} 3
o 37| Y& (quota) X Z|CH MY It M| =X| ASsHOF S,

5.2.5 oiZz|A|0|Mo| M =2] A3 (symlink) € Zest= = IHY A2 EE 68K H=Xl HS 3
S{loF StCt, £, O[3t 7| 50| EES| @+k= 20z 22 238 A= IYY 38 F

£ (allowlist) € ZH[sH= 20| LRSICY.

5.2.6 oM E2{E 34 (Pixel Flood Attack) 2 @X|st7| 2[sl, oOHE2|#H|0|M0| A2 E=El o[0|X]| 3

o i 37|17t 8 A[CHZECE 2 B2 i O|0|X[E HESH=X| ZABsHOF Bt

V5.3 Op X%t

x
ra

0|
MY

k=]
[—

BN

-

Ho

5.3.1

5.3.2

5.3.3

2E 2 00| HHTsH MEs A

Hofst= ol AFEE|X| =X 57| ¢

-IO

EE
Mg 4 gl Y202 AR CE AL MAE0] Zo) Brio) XA E U0l HTTP 2802
xH 2 0 Mo & Z2aY s AuEX| oreX| 2Eof st

o= T

= X| AEHOF StCt. Trok ALK} ME IhUE
ﬂf°' HIEIH|O|E{ S HEEA| AtE6HOF SICHH, AR EFM (path traversal) 22 e 1 o
Ik (Local File Inclusion; LFI, Remote File Inclusion; RFI), 22|11 AH & 2K
?|= (Server-side Request Forgery; SSRF) 202 2E E5517| 9 0H AAsE QM
ZAt 8 HH| (Sanitization) 7t M EE|=X| &tQls|{0f SiCt,

OiE2[#[0| 0| ojY HAS flct I Z2E MY W, ALEX ME THYE il iEXo 2
5= L
o —

IhY of s SiA|2t 22 M & Mt X2[7} zip slip 2t 22 FAT-S LXSH| s ALEXL H|
S 32 HHE FAlol=X A of Stt.

AR5, eledet 2HXE BX|5HH, M2 4 gl= 0|8 7t o

2|

3
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FAFEAL HIE TS AES5HA
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=13
=
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(oll: RFC 6266 Z==~)

Ho
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5.4.3
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=
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—

Aol of5H HAr=]

&

ojn

A

KO
ol
o%
)

A& X7t
.I

L

—

Ist= atgolct. of

Fol

H AMIA

o

[

« Example of using symlinks for arbitrary file read
+ Explanation of “Magic Bytes”from Wikipedia

« OWASP File Upload Cheat Sheet
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https://cheatsheetseries.owasp.org/cheatsheets/File_Upload_Cheat_Sheet.html
https://hackerone.com/reports/1439593
https://en.wikipedia.org/wiki/List_of_file_signatures
https://pages.nist.gov/800-63-3/

OiE2[7o|M 2ot AT BEE May 2025
V6.1 Authentication Documentation
2 M2 off Z2|AH(0| Mol A fX|8HOf st 21F EA{sto] CHot @ AR S Zatstrt, o= & 215 Mo 7F o{E A L4 &
O{0F St=X|E ot WIt5h= o SH&FO|Ct,
# MY 2|
6.1.1 Q1 M7t F2|HM AT HUHS FANE R 34 S Lolst7| 2l £ Ao, Xt5%t 1
X, HSH S (adaptive response) It Z2 H|0{7} O{EAH| ALEE[=XIE Folstrt, E
ot 0|22t H|o{7t O{E A L HE=X|2 AfMOZE AHE F = NS XSt LHE HEHY
St=X| HB St
6.1.2 ZEE NEY, AAH A TZHE IEH BMH CE dSE 5 EUHNMOR EFE C 2
oo HY S Zotsto], H|UHZ 0| AABEX| R T BASHE THo] £E0| =X HSEICt
6.1.3 OfZ2(7|0| 80| o QIE HEE Eddt= 42, 0|2 257 M0 oM 2F Z20] of 2
off LA MBE|= Ht Hojet Q15 Z =Tt HolE|of JA=X| ASTHLt.
V6.2 H|YHZ Hot
H|UHS = NIST SP 800-63 0 A{“7| &l H|Y (Memorized Secret)”’2 22|, H{UHS, 45 1H (passphrase),
PIN, &2 I, EX o|0|X| 24 ME} S8 Zatsict, HHOZ“An Q= Z (something you know)”2 2 ZHEE|
O, ot 24 oI5 WAOZ Xt A EICE,
O] M2 H|UHZ I} QHHSHA| MME D M = =5 5t7| @8 @A S Zeott, tiRE2 A2 L1 of £3t=
o, ol= slie &0 7H& £235t7| MZ0|Ct L2 O|4REE= OER4A 215 HAHLIE0| @75 H, o|mf H{EHZ =1
R4 FOILIZ AIRE 4= ALt
2 MMo| @At FZ NIST 7t0|=E24919] § 5.1.1.22F B =Tt
# Ay el
6.2.1 AHXI7H BHSt= H|ZHS I XA 8 X} 0| &0[0{0f SHDH, %[ A 15 X} 0| &2 23| AESH= 1
| A3ctct
6.2.2 AEX7LH|ZHS E HAY = AU=X| HE LIt 1
6.2.3 HIZHS HE 7| 50| ALEXte| ¢ H|UHz ot M H{HHS E 27 5H=X| ABTtrt 1
6.2.4 AE SE Es HUHS HE A HEE HLHZIE 2[4 3000 7HS| 4| H|YHZ =0t H|w 1
5! ZAtE|=X], olul of Z2|AH| 0| M H|UHS ™M (of: x4 ZOo|) 2 UFSsH=X| BBt
6.2.5 HZHS = ofH 2T 518, &= &4t | Cigt Mgto| gl=X| ABTtot. th/AR 1
Xt, =X, S XH0]| CHet £| A I QAR 0| S10{0F St
6.2.6 HIZH= = TETL type=password E AHE5I0] YHS OtAZSH=X| ABEICL HEE(Z| 1
O|M2 AHSX7} HA| HIYHSLE OFX| 2 2 EXIE LAHOE E £+ UL E 518 = Tt

39


https://pages.nist.gov/800-63-3/sp800-63b.html
https://pages.nist.gov/800-63-3/sp800-63b.html#memsecretver

OHEZ|H|0|M 2ot HE E= May 2025
# M ol
6.2.7 =20'@7| 7|5, EEI*X H|EHS £20|, 2 F H|LHZ 2t2|Xte| AHE0| S8 E =X 5ot 1
Ct.
6.2.8 OfZZ2|A|0|MO| H|YHZ E AFEXIZRE A0t O E HBHH, CHAZKE HAO|LE &2 1
(truncation) ot Z2 3 gl0| M2|st=X| ZS2tct.
6.2.9 HIYHS I} 2[4 64 XHIHK| S{8E[=X| ABTICt. 2
6.2.10 AR HPHZ = &M E|US0| LAHE|HLE AFEXLZL WA 7K R=5HH, oOfZ2((0] 2
Mo| F7|1HQl XtH Y WM E QK| =X ASTICL.
6.2.11 EASHE BUHE Tt S5 2 ARSI FESY| 2|2 HIYHS I WMEX| R E st=X| B 2
St
6.2.12 AY S8 Lo HEHS HE A MEE HUHS I REF HYHS et H|ln W HAE = 2
X| ABStCt
V6.3 Y4t ol= Hot
O] MME ol= tf|7{L|Z 2| =Hotof| Lt Ytt Q@ PALSHS T et 2| WH 2 Ao|st 7|t x| S M A|StCt, L2 oHZ 2|
O|Me CtE R4 215 (MFA) £ HHEA| AL238{oF strt, L3 OHE2[H 0| M2 HtEA| HB = AMZ| Ml tA (Trusted
Execution Environment, TEE) OllA 3| = StEQ0] 7|8t 215 S ALES{Of SiCE. o 7|0ll= X0l Z4E AT
(device-bound passkeys), eIDAS &2 +Z (Level of Assurance, LoA High) 2| Zx| 2157|, NIST ¢I1&7| &
Z £Z 3(Authenticator Assurance Level 3, AAL3) 2 £&dt= 215 7|, £ 0|0 A4S5t= HFLIE0| ZotE
ALE.
O|l= H|u X Z&st MFA 2710|X|2t, AFEXIE H=5t7| 2/3lf 0]0] CHot 0I5 &2 £0|= A2 EHO|C), o|2{st 2+
ArE etatstEis BZE Al s, Q150 A E IS o EH etate ZelX|of chet Yot A 2l S BtEA| 4ts|{of 5,
o|m NIST 2| X|& =t sk Fx|of| chet A5 Z1HE neqdsi{of ot

EA A 7|Z22, NIST SP 800-63 2 O|H[& S 215 HFHLIZ (0t710|E) S 2 3| &31X| g=Ch= Foll foloof ¢
Ct.

O] MM9o| @ AFE2 NIST 7to|E2tQlof CHFet Hat 20| /el of7|oll= § 4.2.1, §4.3.1, § 5.2.2, and § 6.1.2
SO0l ZetEICt.
# EE A
6.3.1 OiEE[A[0| M2 2o EAof et 32| HHd A Sl HZHS 2AHE U SHS YX[ot| ¢ 1
oF HMo7t FE|0] A=R] AS Lt
6.3.2 “root”, “admin”, “sa”et Z2 7|2 AHEXt A0l OHZ2|AH|0| Hof| EXHSIK| ALt HIEH 1

Ste[0] A=K BB
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https://web.archive.org/web/20250330115328/https://pages.nist.gov/800-63-FAQ/#q-b11
https://pages.nist.gov/800-63-FAQ/#q-b11
https://pages.nist.gov/800-63-3/sp800-63b.html
https://pages.nist.gov/800-63-3/sp800-63b.html#421-permitted-authenticator-types
https://pages.nist.gov/800-63-3/sp800-63b.html#431-permitted-authenticator-types
https://pages.nist.gov/800-63-3/sp800-63b.html#522-rate-limiting-throttling
https://pages.nist.gov/800-63-3/sp800-63b.html#-612-post-enrollment-binding
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https://pages.nist.gov/800-63-3/sp800-63b.html
https://pages.nist.gov/800-63-3/sp800-63b.html#memsecretver
https://pages.nist.gov/800-63-3/sp800-63b.html#replacement

oHZ2|Ao|M Hot HE BE May 2025
# Tl ld
6.4.6  TRIRIFALRX HILUHS HAE TS AT 4 UOLL ALBKIC| HUHS S KW WHs 3

=
Lt XFe 4= g=X| 4B, 0l 227t AFEAIS| HIZHZ S UX| RS = oirt.

« £¢ A|3&! (Lookup Secrets)
« AlZt 7|8t 23| 8 H|UHS (Time based One-time Passwords, TOTPs)
- 9 2| H|7{L|E (Out-of-Band mechanisms)

, 72l ¢! M= (Transaction Authorization Numbers, TAN), &4
Ojc|o] 57 AL, = R 20| S0 U= ARt (grid) °F FAISICE 0[2{8t 215 HFLIZES Q=X 2 7|Ast7| ofH
2, ofci7tol| Mol stE ARt Y= A (something you have)”2 2 7HFEICH

BE[= ALt 7|Ee] LS| MEIXE BAISH= 22[H L= AX

= =
ot e A (something you have)”S 2 7t EIC} CHE R4 TOTPs =

=
3
N
rt
ne
Jot
ol
=
ne
iz
fot
=)
@)
=
g
&«
rir
>
B
Jal
|0
Hu
rE

5 23| HIZH= (OTP) E WHst| 9l =t PIN ZE, A Q1A 3lixl, USB
2 £= NFC HOR, =2 72 MY AlLbv|et 22 37t 2tS L=l of stot

2 MMo| QPAtet2 =2 NIST 7t0|E221§ 5.1.22] §5.1.3, § 5.1.4.2, § 5.1.5.2, § 5.2.1, 12|10 § 5.2.32f ZHEl
Ct.
# My ol
6.5.1  Z3|secret, 1% 9| 15 QM W AT, A7 7|4 YB| H|LMST} o 3t Ot MEROR 2

o

6.5.2 OHEZIZ|0|M Al =of| MEE f, AEZTTE 112 HE OJetel S A|FES! (of: R = 2

6.5.3 =9 A33|, 0o 9| 015 FC, 3l m AlZ 7|8t Y| H|LH S| AST} oS Ths 3S )
IJ8t7| 918 QB O= OHRist o| Ak AAI7| (CSPRNG) 2 AH310] MAIE|=X| 253t
Ct

6.5.4 =29 AFaD f 9| 015 BET} A4 20 HIEQ AESZI|S JIK=X| S, Yptdom 2
Dxt9| 4Kt 4 X EE DR 27 6 X7t SESICH

42


https://pages.nist.gov/800-63-3/sp800-63b.html
https://pages.nist.gov/800-63-3/sp800-63b.html#-512-look-up-secrets
https://pages.nist.gov/800-63-3/sp800-63b.html#-513-out-of-band-devices
https://pages.nist.gov/800-63-3/sp800-63b.html#5142-single-factor-otp-verifiers
https://pages.nist.gov/800-63-3/sp800-63b.html#5152-multi-factor-otp-verifiers
https://pages.nist.gov/800-63-3/sp800-63b.html#521-physical-authenticators
https://pages.nist.gov/800-63-3/sp800-63b.html#523-use-of-biometrics
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https://pages.nist.gov/800-63-FAQ/#q-b01
https://pages.nist.gov/800-63-3/sp800-63b.html#-5133-authentication-using-the-public-switched-telephone-network
https://pages.nist.gov/800-63-4/sp800-63b/authenticators/#fig-3

ofZ2AH0| M Hot S Ex May 2025

HFHL|S0ll= ADLEFIELL FIDO 7|7t E8tE|H, AF2X7L 1S5S |
SH{OF $tCt. QIF M= MZIX| =A (challenge nonce) & &= EA|Lt EEHICHE M &6HH, et &
= QHHSHA| MEE = |18 7|He R SEE AMPICt 2 MMl @ pAlE2 o|2{3t H|FHL|E0l CH

HE XHS M3oHH, &= 2| E0 st X[ H2“d =3 (Cryptography)”&0i|A CHELY.

Aot olBof| 37 ZILE HIE 7|7t M%EIE a2, 0l=“7Ad (Configuration)” &2 “H|Y 22| (Secret Manage-
ment)” M0l EAMSHE A1t SYoH HFLIS S ALE S0 K& E|0{OF BHCE.

# 23 2
6.7.1 A5 Q1F el (assertion) £ AESH= Ol MEBE= QBN = +EQERE Eas= 3
Ao MPYE=X St

6.7.2 M2IX| =4 (nonce) = |2 64 HE Z0|0{0F 5, SAK Q= NRSIAHLE e &= K| 3

V6.8 ID K2 X} (1dP) £ £3 Q15

ID 33Xt (IdP) = AFEXt0l|A| S M2 MI Bt AF8Xt= 33 021 IdP o & of2] JHe| MYS B[RSt ULt
0l € £01, Azure AD, Okta, Ping Identity E2= Google 2t Z2 7|¥ & IdP € S¢t 7|l 41, 32|10 Facebook,
Twitter, Google, WeChat 1t Z2 AH|XIE IdP & S¢ 7HQ AS S0 71 += ULt (0l S 52 EH 7IY0ILt A
HIAE EF5H= 20| ofL|2t, B2 AFEALIL 0[0] of2] M S RSt ACh= WAS WEXI D2t & HESH= A0|
Ct) =22 1dP o M3 BE ZEE 7|EQE 7|Z ALEX kel S8 1250 Bt KIS S0, FE 7|22 7t =
2 UM ID £ &7l oHs = 7| mhR2of| TiZet A|ARI] 2010 A4 D|C|o] MRS 5 86tX| b2 7hs40| 2 ¢
ol

E2(0l0f 7|8t3 =EstI| 9f3l =2 44 O|C|of SHES| SEo| ERE + ATt

J?.'_ un o

Q& IdP £ tTSHA AFEsta{E M 9
T4t 50| ZRSILt, of MM 2 0f={2

# T 2|2
6.8.1  OfZ2/3Hl0|40| CiF ID MZXt (IdP) & XIUsts 3, ALBKIS MRO| 12 MU IAPEE 2
ol QIZE 4 SU=X| AEEICL (0: SV AB MRS MBS W), RN ChSA
2 ofZ2|#0| 40| IdP ID(IYAH0|A 22 o IAP Lh AFGX} ID o X2t ALSSH0] A8
AHE S23tm Aot Holck.
6.8.2  91Z £rel (0 TWT i SAML Etl) | CIXIZ MOl ZXfotn R24H0| 4 RXIEEX 2
£ AZBCE NYO| girILE YEOHR| %2 THol Ao} pict.
6.8.3  SAML ErI0| W4 ZZo| WX|S 9o DRSPH| M=K, 3 7|2 Lholl £ 8 Tt AFE 2
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OAuth % OIDC 9| Hztof|A, & &o|“EZ”0|2H= 0= LS 2|0|otct:
o HMA EF2 2[AA MHO|ATH AL E|0{OF 5HH, X3| (introspection) £ Sdll B &= &X EZ0|7LE EX
7| EHE MEB5I0 HBE= KA X EZY =+ UL
« 2|EEA E22 EZS UST 2A7F MH0| AT AL E|0{0F BHCE.
« OIDCID EZ2 27t EERE A|IZUE S2t0|HE| AT AL E|0{OF BHCE,

FE

Yol R QM 2 #+F2 SEI0|UETL 7| 220|AERIK|, S SEI0|HER ZHFE|=X|0f m2f H2tE 4
o
=

[rLu— =
AMEHH U2 ZHHEE Y £ A2SZ, L1 OfZ2[AH 0| MM 7|L S2t0|HEE A

V10.1 ¢ut=ol 0Auth % OIDC ot

0] 4842 OAuth = OIDC £ A83%t= & OHZ2|AH(0| M0l MBE|= LHIXQI OF7|HX R7ANtS CHEL

H

Mo 2|

10.1.1 Z5HA 2ot 74 2402 EZ0| MEE|=X| ABH0f otot, ol S0, HateX 7|4t 2
JavaScrlpt OHEEZ|A|0| Mo ZEEE ML o= (Backend For Frontend; BFF) I{&H
2 M85z 22, WMA EZ 9l 2|Z2fA| EZ2 HAZ0f| M2 -2 74S6HOf Strt,

10.1.2 Z2l0|HE = QU7 MM ®BSt= 2t (Cl: Q17 ZE E= 1D EZ) 0| St AFEX ][0 2
ME MM L EHMMOM AIZHE 217t EE2 9| Autel ZR00|TH 5 85t=X| ZEBsHOF Btct.
O|E <Islf S2t0|AHETL M HsH= H|Y gt (PKCE(Proof Key for Code Exchange) 2|
‘code_verifier’, ‘state’, OIDC 2|‘nonce’S) 2 $Z0| E7}s8l0F 5tH, sijef ESHEHMo||
DRSO St11, ETHRMO| A[Z}El Z2I0[AEL}L ALEXL 00T E MM AZ0f| QHHsHA 2t

(Binding) =[0f RLo{Of BtCY,

V10.2 OAuth 220|¢E

O] 27 AE2 OAuth S2I0|HE OE2|#H|0|H2| MAS M| Rt IS S20|HEE B AfH il = (2t
MO BFF 9% +d), #ll= MH|A S§f, £= ZEENE Y 10X OHI‘EIﬂIOIM (2t 7|8t o ZE2|A 0 H) &

2 ik,
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https://oauth.net/2/
https://openid.net/developers/specs/

ofZ2AH0| M Hot S Ex May 2025

YHtMo = HHllE Z2I0|AHE = 7| S2I0|HEE 2t EEQE Z2I0|HE= 37| SE0|HE=E ZHFEICE T2
Lt £|F AL Xt &Ko M A== H[0|E|E o Z2|#H[0| M2 OAuth =X ZEI0|ME SES M8%t= 4R 7|2L= 2txE
= UCH
# M 2|
10.2.1 IE EERE MEB%t= 32, OAuth 22/0|0E= EZ @8E REsH= MO|E 7t 82X 9= 2
32 (Cross-Site Request Forgery; CSRF) 0f Chst 25 7|58 231 U=X| AS It
O|E ?lsll 217t @8 Al & E‘state’T2I0|E S HE5HHLE, PKCE 7|58 AHE3HOf otrt
10.2.2 OAuth 2210|HET} = 0|42 217t Mt M R8e £ U= F2, LAY SHof it 2 2
Of S ZH=X| ABdHof St o|E S0, 217t MH 71 iss'II2t0]E] 2t et R R 16}
7

107 SEH YU E2 SEHOM 0|2 B £ UL

10.2.3 OAuth S20|AET} 217} MEHol et oM 2ot He| (£ 7|Er 217} Ti2to|H) 2t 2 3
Hoh=X HSsHoF Bt

V10.3 OAuth 2|AA AH

ASVS 8l 2 Zto| miztof|A] 2|AA M= API £ Q|O|stCt, QHESE M2 M E M3st7| 2l 2lAA MHE CHSS &
Sljof ?_Hih
« E2 WA A T2EZ ALY (0f: JWT S E= OAuth E2 Z3)) of w2t HMA ESS ZASlof strt
« EZ0| Rt ER, dMA EZO ME ol HojE A2 7|9to 2 QIJt ZH S ZH|sHof Bt O E S0, 2|AA
MHE B20|ME (B|lAA AQKIE ChASH 25F) 7t QM EI 2|2 A0 Mg AHsto| Y=X| HBsH0f sict

mt2tM of 7o LIZE 27 A2 OAuth = OIDC 0| E2t=|0f M, E2 A5 = E2 HEE J[HIQZ QIS £
sto| Hofl ofH=|0{of BrLt,

# ay il
10.3.1 2[AA MHTL ST MH|A (audience) O] AFESHES 2T HM|A EZ0 f215H=X| 2HF 2
S{{OF BICH CHAM2 RZSHElI HM|A EZ (Of: TWT 2‘aud’22IY) off et & JA7ALL ES
Z3| AEIHQIEE ALESIY 2Hle 4= QUL
10.3.2 2lAA MHT QAT QITIE Fodt= AMA EZO| SUS 7|HIC = 217} ZHE A= 2
X| #B8HOF BtCt. ‘sub’, ‘scope’, ’authorization_details’?t 22 S2|20| EXst= &
2, 0= AH0|| HtH |00 Bt
AlHdlof sh= M2 Mo & 2

10.3.3 HMA EZ (JWT E= 213 EZ 3| SH) ol 278 ALZXIE 4
ol 2Rt FR, 2laA MHTLIE ARSXOA S E & gl= S LM ALEXE AlE

St=X| ABsloF oiCt. B O Z 0]=‘iss’HU ‘sub’22 2| Z&HS A= S 2olnfstct.
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# g =l
10.3.4 2[AA MBI EH QIZ 4, W = 2 MHE 275H= E2, MAIE HMA EZ0| 0]2{t 2
Mot =HE SFSH=X| ZBdlof oict. o|E S0f, E28 MAIE 22 OIDC 9‘acr’, ‘amr’
Y‘auth_time’22{| S 2t2t AtE3H{of Btrt
10.3.5 2| AA M7 YAMXE H|QF HHA EZ ) = OAuth 2 € A5 TLS(Mutual TLS; mTLS) = 3
= OAuth 2 28 &Y (Demonstration of Proof of Possession; DPoP) € 2+5t0{
ELHE HMA EZ AR = AhA E2 TALE (HT Sle SAKIZRE) 2 X|5H=X 4
Bsljof otrt.
V10.4 OAuth 217} A{H

0] 27AHE2 OpenlID SEXE Zetot OAuth 217F M Q| MRS HM|S| MESHCY,

104.1

10.4.2

10.4.3

10.4.4

10.4.5

27t M= 22t0|UE B2 A SE& URI 2| 318 S85 7|He= 2|0|2d URI £ &%
oF 2XE Hlw YA o= AZFHof oiCt

ATt M7 17} SEOIM 17t FEE ttetst= 32, dlie T E2 280 shHit A8 E
== AO0{OF siCt, of0] HMA EFS UF5H= Ol AEE 17 ZIES ALE5H0] F Hil 20|
LHSHH, 27t M= EZ 83 /Rt dig vt TEet HHE RE S5 EZS Fa
SHoF SHet

It FET}EE|2iR R2otX| HE6of Strt, Ao 2 L1 & L2 o Z2|#|0| M| 22 |
tH 10 &, L3 oiZ2[A|0|H2 2 %[ 1 & O|L{o{of BtCY,

217t M= 57 S2t0|UE0]| Cll, sie SEI0|AET ALY BTt U= 17t 4
(grant) Bt AH2SHES 51 86H0f oICt. token(YAIH E22) U password(2|AA AR}

HIYHS X2 3 Z29) WAI2 O 014 ALSE|0{AE ot HiLt.

[

fl

A7t M7t S71 S2t0|AE0| Chst 2[ZA| E2 AL SHE 2etoh=X

F

e}

2 HEoHOF otCf
ZtEH0|H X} Hof 2| Z2A EE, F 27 SHOILE mTLS S ALE¢ QIS A HEIE HA|
A EZES ARdloF ot L1 % L2 oiZ2|AH|0| 82 B2, 2|Z2f|A| EZ 2|H (rotation) O]

MEE 4= ULt 2|Z|A| £ 20| MAEE|= FLR, 27t MHE 2T A EZS ALE
2otolOF 5tH, o|0] AFE R FaotE 2[Za|A| E20| MSE[H osiE 2A7toj Ciet 2=

BHlA| E2S H3| (revoke) dH{0f SIC},

-

A2, ‘self_signed_tls_client_auth’M A== RFC 87052 MM 2,20 M 2ot= MAM=Z

mjo

=
S

2|
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https://datatracker.ietf.org/doc/html/rfc8705
https://datatracker.ietf.org/doc/html/rfc8705#name-self-signed-certificate-mut

OiEz|AH0o|M 2ot HE HEE May 2025
# g =l
10.4.6 TE 2Tt 24| (code grant) O] AHEE|= 22, 217t AH{7} PKCE £ 2750 Q17 ZE & 2
7 3AE etatst=x| ZABdHof BiCt 217t RE9 AR, 2t MH = fES
‘code_challenge’#tS 2730} 5t04, ‘code_challenge_method’#22’plain'E 51&
SiME= o EICt, E2 89| AL, 'code_verifier' It2t0|E{ 2] HAES QTL8H{0f ST,
10.4.7 217k METt % | | 2 =X 220|UE SES XY}St= 22, A2l S20|HE o E2| 2
Alo|Mel &S etstot=X| ZHBsHof sttt SSE URI @ 22 22t0|HE HIEHH|OIHE &
&1, *PRXPI O|E =folsljof 5tH, Az o~ gl= 22I0|HE o Z2|AH0| M= 217t !
Mg HMelst7| ol AL XA Z1sHof ST
10.4.8 £2to|d 2|ZaA| EZ & (expiration) 7t MEE|HEtE, 2|XaA| EZ0|| HCH THE A|H™ 2
(absolute expiration) 0| Z&=|0] U=X| =lstCt,
10.4.9 ofo|Xol S2I0|HE = THEl EZ0| - 2t3tetr| fls 17t M AL Xt QIE{H[O[AE 2
SOl ot U= AFEXP7L 2| ZEfA| EZ ! X AMNA EZS HIY 5 UA=X| ZB6H0f Bt
10.4.10 EZ ¥, ZAE 217t 28 (Pushed Authorization Request; PAR), EZ2 H3| @ X1t 2
#2 22I0[AEOAM 27t MHZES| Wixd 28 (backchannel request) off CHsh 7|2 22f
O|HET} QB E|=X| ZEBdHOF Btt.
10.4.11 27t M 40| OAuth 220|AE0| HRot He|ot LESH=X| HABsHO0F SHCY. 2
10.4.12  FO{ZI S2O|UEO| CH3H U7t Mt s Z2t0|HE T} AHZ8H{0F Sh=‘response_mode’ 3
T 51 8t=X| ZEsHoF Btrt. o] S04, 217t At 7} o] ZkS ol 4 2h2t H| o] 7*£5P71
L, PAR = JWT 718t 17t @ (JWT-secured Authorization Request; JAR) £ A
85104 HEHOF it
10.4.13 27t R¥’code’7t 24t PAR ot 8| AF E|=X| ZSoH{OF Stct. 3
10.4.14 27t MBIt mTLS E A8tz QIEM HiQld HMA EZ = AR ZH HIQIY HHA EZ 3
2 AH25t0] 2L H|F (Proof-of-Possession) WA A E2 0 2t Zst=X| Z4 S8l 0f ST},
10.4.15  %Z ALSXH ZX|0|M HAE|X| b= MHOIM SZSH= 22I0[AES| HL, 217k M7t 3
‘authorization_details’I}2t0|Ef 2{0] 220|HE MAE = RE HHE|JU=X|t AL X7}
ol 2tS HEEX| AUAE=XIE ASHOF B O|E S0, PAR E££ JAR 2| AHEE 2715104
£HQIsHOf BHCY,
10.4.16  Z22{0|HETL 7|Y S20|AEQIX| HAEStL, 217t M= MALE S A0l 235t Z717| =3t 3

O1E WA S ALBSIEE R7elof BtCt. OIE =
mTLS(tls_client_auth, self_signed_tls_client_auth) =& H|Z7 7| 7|t TWT 215
(private_key_jwt) S0| O|0f| s{ZotC},

V10.5 OIDC E2I0|YUE

OIDC A 2| ZAX7F OAuth 2210 EZ AS3tE =, “V10.2 OAuth S20|HE MM @AY E HE

ECh
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«V6 % Jxo|-9

10.5.1

10.5.2

10.5.3

10.5.4

10.5.5

[“V6.8 ID SBAIE AL B MM = 2t At QA0 Zetk|0] S0l FlsHoF Strt.

29 2

ro

2| LAKIZ A Z210[AETLID EE MALE A S 2Atstst=X| ABsHof Btct. o 501, 2
ID E29‘nonce’22(20| OpenID S=XH0| M&E 215 2H (OAuth2 oAM= 217t MH
of M&E 27t 2F) oM M&E‘nonce’af 2t LX|SH=X| 2HQls{OF BiCt.

ra

196t

Al
HBslof Strt.

=

>
nE
of
=2
2
on
N

S2lo|EJHID E2 22|, Yt o2 sub’ 220l A ALRXIE
2|0l ID 32Xt Hel LHoll M CHE AL XH0IA| S a

=
=l A =7
= T HALC

SC0|AEE A Xl 17t It 17F MH HIEHH|O[E{E Sdli LHE 217t MHE 7HEsta = 2
ANEE HESH=X] ABoHof Stit. 220U EE ATt A HIEHH|O|E{off el G X}

(issuer) URL 0| 22t0|AET} of| &8t= A P& EEX URL 2t Hets| LX|SHA| gb=

B2, o HIEIH|O|EE & 3HOF SiCt.

S2H0[AHE= EZ2| aud 22| 20| 22t0[AEQ client_id ztat SLEHX| &lst ID E 2
20| 3l 2210|¢E (audience) E A2 UFEAUZS HBHOF SHLt.

OIDC d#ixj'd 210t22 Ar83t= 22, A2 SAKtE ZH 210128 St MH|A HE J3 2
Z (Denial of Service) % 2102 % L0|MQ JWT 25 (cross-JWT confusion) 2
2tatst=X| ASsl{of sict. 22t0|¢E= 2012 EZ0|logoutHjwt'2tCE SHIEA| X|H
£|0] JA=X|, SHHE HH 0|FE 712
TEHSIR| Qt=X| AS O} BtC}, 3t

ent’'22Q S X &SH=X, J2|D‘nonce’E22US

ev
B2 Btz AZE(: 2 2) 2 2= 20| HEEL

)

V10.6 OpeniD 224t

OpenlID S&%t= OAuth 217t MH 2 ZSSIEE, “V10.4 OAuth Q17 MMM 9| QAR M EICE
ID EE S22 (ZE S2R7I 0t) & Ar8%t= 32, AMA EZ0| LZEX| 220 OAuth 217} MH Q| B2 @7 AR

O] MEE&[X| ¢

10.6.1

10.6.2

OpenID 3&Xt= response_mode It2t0|E| 2t 2’code’, ‘ciba’, ‘id_token == 2
‘id_token code’?t 5123st=X| ZAZdlof otCt, 0] Fid_token code’(OIDC sto|EE2|E &
22) ECt=‘code’7t M E|H, 'token’ (2 E LAY E2 Q) 2 AF2E|H{M = ¢t =ict,

@)
o)
(@)
[
=
w
Ok
il
A
N
N
2
HU
o
_9
o
om
rot
_>|__
E
>
_‘\l_
_|
oK
ﬁ
o
ro
ot
ot
-
A
N
I
St
o
rot
finl
=
Hu
N

0 S .7:*?53}71'-} jtI MEXIZRE HAIH =els t”OfOF oret.
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V10.7 S9| 22|

O] RFAE2 Q17F MH 0| 2ot ArEXt S2| AES CHELE. MAT AR 52| 50| §leH

O -
L= AR SotE Sl AFBAIE tidlste] Aets 2SE 4= rh

# A

0%

10.7.1 QI M7t AXIZ2RE] 2t Q17 X0 cHot HA|X QI 52| (consent) & &+l
QI7t M= e& ALEXIOlA| HAIH S

o o
sfof sict. S0l NS BHE 4 gl B

S2|E aHdlof BTt

\.

10.7.2 A7t MHIL ALEXL B2l & @Y I, S2ldt= LHE0l| et Z25tn Heot &
X| dBsHof otct. ojof siiLste B2, QEE Q7o M (YuHH
RAR(Rich Authorization Requests) 217t M HE 7|gt), QI7}El
217tel R7 7|Zto| ZLEE|0{0F BHCY,

10.7.3 AEXLZE 17 MHE S3ll 20Tt S2

i

[=)

SES
O %2 HEE= g3 &astot
« oauth.net

« OWASP OAuth 2.0 Z2EZ X|E AE

ASVS 0l OAuth 2t 27 Art2 Ct32 S7H 3 £ el RFC & AHE¢iT:

« RFC6749 OAuth 2.0 217} 2|3
+ RFC6750 OAuth 2.0 217} Z2f| | 3: Hjo{2 E3 ME
« RFC6819 OAuth 2.0 218 2 9l Hot 2] Akt

« RFC7636 OAuth 371 E2t0|HEE 9|3t TE wgt ZY 7|
« RFC7591 OAuth 2.0 SX Z2I0|¢IE SE IZEZE
« RFC8628 OAuth 2.0 C|H}O|A 217} Hof

« RFC8707 OAuth 2.0 2 9I%t 2|AA HA|X}

- RFC9068 OAuth 2.0 #MA E2S 98 JSON & E2 (JWT) T2t
« RFC9126 OAuth 2.0 A=l 217t @H (PAR)

« RFC9207 OAuth 2.0 217} Mt{ 2rZ X} Al

« RFC9396 OAuth 2.0 &&=l 217t @HF

« RFC9449 OAuth 2.0 PoP(Demonstrating Proof of Possession)

« RFC9700 OAuth 2.0 29t2 2|5t X 2 ALz

« 52X 7|8t ofE2|AH0| M S I8 OAuth 2.0 X0t

« OAuth 2.1 917} 2|93 X0t

OpenID Connect O CHet XtA|SH LHE 2 CHE S EEolCt:

HE, 28 Y Mgt 4 YLK ASfor
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https://datatracker.ietf.org/doc/html/draft-ietf-oauth-browser-based-apps
https://datatracker.ietf.org/doc/html/draft-ietf-oauth-v2-1-12
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OHZ2l7oM mOt S BE May 2025
# Tl ld
11.1.1  °NIST SP 800-57'% 22 @13t 7| oa| ol 7| 22| BES w2 a3t 7| % %70 of 2
ot 2 M3t Bl B0 QU=X| Ao} BTt oi7|ols 7|7t HE A ZREIX| YEE BHe Kol

ZotEICt (of: S/ HIZES R F HE Z1tsh= AEE[L S/ 2 JHel 7|2l 22 ot 7HE £1t

St AEIE[0] SR).
11.1.2  OiS2AI0[H0IM AIEEl= BE =3 7|, 20E|F, AEME Zeiot 2ot It F5 2

(cryptographic inventory) 0| ZHdE| 1, RX|=0, HI[Ho=2 ?:.*HIOIEEI.T'_ P

SHOF BtCt. EEDE, ZH 7| 7F A|AR LHOIM AR 7hS 3t 2IX|2F AL 0| H|Bt

=8 &+ A= HolH R Eog £ gl= 0| fE0| EA=t=of

0 |'°*
2
ret
n

11.1.3 Ao, e, MY ZUS ZESHE AL LIS R E Ao} AL ALHIE MESH| 2f8l, &= 3
ot A B X| HIFHLEO| MEE|=X] ZS8HOF eiCt.
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11.4.3 ClolE @15 = HIo|H 242 YR E CIX|Y MEo| ALEE= sHA| &7t EE5 MAES 2
71X MAESH H|E Z0|E #=X| A3dHof ottt S5 MgMo| et 42, 53 Zo|= 2
2 256 H|EO{OF $tC}. X 2 H4 (pre-image) 34 XMAH0t Lot AR, £ 20| = X4
128 H|E {0} BtCt,
11.4.4 HUHS 2HE| H|L 7|12 Q& 0 ofZ2|#|0|M0| 7| AEZ|A (key stretching) It2t0|Ef 2
E A83to] S2lEl 7| R &4 (key derivation function) £ AHESH=X| A S 6O $HCY.
AHE Fl Mtz Z20HEel A3t 7|5 &40 7= RANE Y 342 UX[sH7| fIs] Eot
1 459 7S O|F0{0F BHCY.
V11.5 F&¢| 2t
LSSHHOZ OtHTt oA L MM (CSPRNG) 2 QHFEHI ToI5t7| 7} 0@ OfF L} YBHOZ A|ARI LS| E2 AE
E0| AAE S A EE Z 2 HEA DZEX|2H 2L H0| M2 AAE 0| 7HsS 7|2 H[ZZ O|0E &~ QUL
# M aj
11.5.1 0% 27Is0l0k otz 2E e X EXHE0| dZSHMO 2 kTSt QAL i M 7| 2
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Vi1.6 37 7| 2=3t
ZM 7| 2=oh= o FAMKE 2Hof| HIR 7| £ SRSt= A0l E7Hs5H7 L HIZHAISHR| @f2 ZR01 AHEE 20|},
ole| YL 2, C|u|-&et (Diffie-Hellman) X Er =M C|T|-A%t (Elliptic Curve Diffie-Hellman; ECDH) 1t 22
SQIE 7| met H|FL|F0| TRt 2=t A|ARI0| HiCH IR0l CHel QHHSHA| |XI=| =5 $HCE “V12 QFME S417ME
= TLS of Ch$t 27 AFEE H3stEE 0| MMl @71 AFEH2 TLS 0[2(2] AL A0 371 7| =37t AL | = A%
2 I8t 2o|Ct
# A aH
11.6.1 7| M S A, OIXE ME Mg 5 B0 SelE d=e 2ne|E U s BEN AEE= 2
X| ZdEdtof otCt, 7| Mo 22| F2 ATl SH0| F| ket QFHSEIX| b2 7| (of: HZ0f 2l
293l (Fermat factorization) Ol #|f%t RSA 7|) & ‘d-dsiM= ot ElCt
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11.6.2 7| R0l Clm|-gokat 22 SQIE Qo3 2na|F0| ALE|0{of 3tn, QFH 3t Tiatn|E S 3

Z =Y
ME3H=X| R E XL E AF O} BTt 0|= F7HA 34 (adversary-in-the-middle
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ofH FolM B=El= FR 72 th3a Zoh
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V12.1 ¥k TLS EHOot Jjo|E

O|H HollM= TLS 8412 E=dt= WO Cigt X7| 710|EE MBS etct 2|4 =1 E AFEsH TLS &
L [ e

ME
0

g x14%02 2

UEIIE TLS 2B A AL XtH|7t e
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L
™ HEel B ol 22|ef 24zl 2EE
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QFFBIX| 942 20| OfLIX| T, 2= XA & (HE E01, 2F, 2H|0[E, HE
|E ArE3t= OHZ2[A[0] 2] Eot HEfIt 248 &= ALt T2 M 743t
Of TLS 21ZM AHES F|3HOF BtLt.

Hu
g rjo
H'l o

# CE il

12.1.1 TLS 1.2 % TLS 1.3 1} Zt2 #| A HE HTO| TLS T2 EZ 0t 2 M3tx|0f oM, OF %[ 1
0| RME|0{OF BHCE.

12.1.2 QF AL = A= o AQ|E (cipher suites) S0| 2M3t=[0 JOH T F 7HE ZEst gz 2
3t AQIER M B R0 Ye=X| SISt} 2 3 HE2|AH|0|M2 &4E H[ZYM (forward

=
secrecy) = M3dt= 2=t 29| ERF X| 26O} SiCt,

12.1.3 2150

12.1.4 Online Certificate Status Protocol (OCSP) AH|0|Z3 (Stapling) =t 22 ME 215 3
M X Z2ES0| Mot HHE| 0] JQ=X| 2elsof Stot,

12.1.5 TLS HEM|O]3 ZZM|A & Server Name Indication (SNI) 2t 22 21245t H|Et O] E 3
9| &S WX|5t7| f/8 ofE2I7|0|M TLS 2H0ilM Encrypted Client Hello (ECH) 7t
249t=|0f L=X| =flsH{of Btrt,

V12.2 2|5 MH| AL HTTPS E4I

OHZ2|H 0| MO| LSt Q2 MH|AM i3t 2= HTTP ESfmS ZXHOZ MI|E|= OIS ME A2l A S350 MAE
=X| &telslof St

# CE A
12.2.1 TLS = S2t0[Ee} o HTTP 7|8t MH|A Ztko| 5 0| ALEEIH, QFHSHX| Q7L 2f 1
2o} £0f AX| gt2 SHoi| thK| S=f (fall back) Of & '5|'X| S EX| ZhelstofetTt.
1222 2% AT} BHOR Mz|E TLS SME AISSH=X] 2Holsiof Sict, 1

V12.3 2tk MH|A Zke] S41 Hot

Lot 2|2 MH S412 HTTP 2|0f| = CHFSHA| O] R0X|H CHE A|A”te| HZA
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]

7ts¢t TLS & Ar83t0] H = E|0{of
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12.3.2 TLS 22t0|AEZL S415t7| FHofl TLS M= 2B 22 ASME ASSH=X| 2lsHof stet. 2

[
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# ME =l

13.2.3 DHoF XtH ZHO| MH[A 1ES Qo HRSICIH, AH|XIZRE AL E[= O X4 3Ho| 7|& 2
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« Consider using the Security Headers website to check security and anti-caching header fields
« Documentation about anti-caching headers by Mozilla

+ OWASP Secure Headers project

« OWASP Privacy Risks Project

« OWASP User Privacy Protection Cheat Sheet

« Australian Privacy Principle 11 - Security of personal information

+ European Union General Data Protection Regulation (GDPR) overview

« European Union Data Protection Supervisor - Internet Privacy Engineering Network
« Information on the “Clear-Site-Data”header
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https://securityheaders.com/
https://developer.mozilla.org/en-US/docs/Web/HTTP/Caching
https://owasp.org/www-project-secure-headers/
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https://cheatsheetseries.owasp.org/cheatsheets/User_Privacy_Protection_Cheat_Sheet.html
https://www.oaic.gov.au/privacy/australian-privacy-principles/australian-privacy-principles-guidelines/chapter-11-app-11-security-of-personal-information
https://www.edps.europa.eu/data-protection_en
https://www.edps.europa.eu/data-protection/ipen-internet-privacy-engineering-network_en
https://developer.mozilla.org/en-US/docs/Web/HTTP/Headers/Clear-Site-Data
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« White paper on Web Cache Deception
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https://www.blackhat.com/docs/us-17/wednesday/us-17-Gil-Web-Cache-Deception-Attack-wp.pdf

OHZ2l7oM mOt S BE May 2025
# My ld

15.1.3  OfZ2iA(0|M 2M0| AIZt AR} 37LE 2lAA AH|7}BE J]550] AlEE|0] YO, STt 7| 2
So| e et RO E QI8 71 M0| AAE|X| T st T, SE MA0| AH|Xe| EFY
OFREC} Q2 Zals AEE WX|SHs WiHo| Tete|of L=X| holsHof Strt, Jhs3t 2ol A
2ol = H|S7| X2, 7 (queue) AHR, ALRA I OfZ2|30| 4 THelo] W Xa| A3t So|
ch,

15.1.4  OHZ2/H|0|M 2Mo| & 24 ZH5E|= METHE| ato|=aial7t 25 of =X & 3
olsfiof stk

15.1.5  OfZ2/7H|0|H 2AM0f &3t 7152 ALBSHE ofZ2lA|0| Mo BE0| ZEE|0f X HHols 3

Of otCt,

o| oM = BLH 22| (dependency management) E Soll fIRSHHLE FA0|AHLE Hoto]| st Z&40t 4R

SESH, o FHoll M Folok st SAOILM et 1R AHELR Qe JE F0(7] floh MEHY, Wast, |0
Hat, HIER S AH2[ot 22 Ot [HAN +F2| 7| HE 285ts W ISEILt. 02{3 7|#H2 2|AAS MESHA| AH8SH=
7|5 MEof 2 = A= 7H8d MtE oldst= Hol: =F0| Ect
# 43 2
15.2.1 OiZ2|A|0[0] EM=tE! HHIOIE L TS 7|etS PIESHA| 32 FdRAT ZoHsta JU=X| 1
efoleloF otrt,
15.2.2 OHEZ|Z|0|MO| A|ZH ART} 3FHLE 2[AA AH|7FEE2 7|59 Bttt AHEO R Q1% 7t8M & 2
S YX[SL7| 2l8H, S 7150l thist A<t 2ot 2 3 MES 7|He = 8o =X 7o
St UA=X| 2helsi{of oLt
15.2.3 23 2tZ0 oiZ2|AH|0|M 7|5 Aol HRot 7|ST X0 JACH, HAE IE, M 3 2
E, L8 715 S 288 7|50| = E&X| =5 THE[0] A=X| 2Helsjof Strt

15.2.4 MEDHE| £MHRA 3 0 BE 0| Z44H (transitive dependencies) 0| LHE &= 29| 3
Ol AHEl MEAMM 7, o] &M =5 (dependency confusion) 32| I&0| gl=X| =
QISHOF StCf,

15.2.5 OiS2[#[0] 0| fIEet 7|55 ZetstALt /I

, ez, HER S =& H2|2t Z#2
| ot B20| Hl=| 2t SAXILHE SHRZ 2SR RoteS
FOISHOF ST},

— o
Hast FIMEQ B J|HE A5, oiZ2|#[0| M
X

EEEEL R

[e)

Lok
ro
r!it

73



OiE2/AH0|H EX AS &

MM

May 2025

V15.3 20{X (Defensive) 2

O oM EF T2z Aol M HIeHHet I EHS AMET o EUH = A= FAH FYS CHELE 7|0l Ef
& =& (type juggling), T2 EEIY 2¢ (prototype pollution) S0| ZetE|H, YL = HE 00| M| X| 4X|TH
CHE YR = E3 A0 £ Z29{27F HTTP It2t0|Eet 22 7|sS Melshs YAl 2 E 4+ on, A0{E I3H°
YQto| EXHE = AL EESHOHZ2|A[0]1 M HUCIO|E A A2 otX HES SHSHA| gbs At 22 E el ZetElnt

LS AME A0 HIOIHE Eo5t 9 API £ Sdlf 0|E =4I5tALt Hetsts 20 2UE + A= flele 1
oI}, O] AR, OHE2(A0| M2 AL Y= o3l +TFE[H M= ¢t E= H|O|E EETF HEEX] ¥ =5 HE0F 5t H
(mass assignment), API &= gtetel G|o|E| HEE MEAX O = H|otol{of otCt. C|O|E HE H20| AL XS] #etoy| it
2t 22X = 32, Ol= AY R0 MEO| ZE +F H2 SH ARt &) 124 E[0{0F SiCt,

I+
nx

& 2|

15.3.1 OHZ2[7[0]d0]| Ci|oEf 2AofjM 2ot =R MEMO 2 Bietdta U=X| 2Floof Strt, of 1
£ S0{, 28 o= AEXA =EE[0{M= ¢t E|22 TA| H|0|H A E grateiM = ¢t &
ct.

15.3.2 OHEzZ|Z|0|M HA=0f|A F URL 2 Mg B ul, o &l 7|50| ot A 2|C|M S o 2

EX| = E FYE0f A=K| =HldHOF BTt

15.3.3 OiE2|AH|0[H0] 2t HEE2] 5 AN E|2 SEE BEE HHQZ M, thiEk 2 (mass 2

assignment) 320

SE[X] 2 HE

15.3.4 LE ZEA 0[S FEeat M%NQI %JEH IP F4E 42| 7hstt HIo[Ef 2EE S3l 2
HeshA| Mot A2H, oiE2[A(0| 7|1=0|Lt £ ATt (rate

15.3.5  OHS2(A0|0] H=0| EfRI0| SHHEX| HAMO = 2folstn, AT S5 H|uw 3 AMXE 2
AHES f04 Eh:. =8 (type Jugghng) = ElY 25 (type confusion) O QIst FAHMS

15.3.6  JavaScript 2E7t Z2EEIY @& (prototype pollution) S WX|E £ A== XM E[0] 2
U=X| =telsfiof BT, oS S04, 4| 2|E & Al Set () L= Map () 2 AHE5H= HAl0| A
FEICEH

15.3.7 OiEz|7|0|M0| HTTP m2t0|g ¢ (HTTP parameter pollution) 320 Cigt Lo{E 2
Tl

b Q=X eelsior sict, 53], ofZ2[#(0|d T Y37t 2 mi2to|E 2] EX (2
AE™, 2E, 77|, 3lt]) & F25HK| @b= F<2 0I5 124sl{of Strt.

V15.4 QtXst SA| M

AM MEf (race condition), ZAAFAFE A|™ 22X (TOCTOU), W& Aelf, 20|12t (livelock), 22| = 7|0t (thread
2

a 1= o
starvation), XS S7|2t S SAIY Olfr= OlF 27158 St Hot IEE xaie = ATt 0] oAM= 0l21%8 2

74



ofZ2AH0| M Hot S Ex May 2025

ot
o

2tsto| flet 7" at TS MAISCE

B3

29 2

15.4.1 CtE ABE ZEO|A FHAl, THY, Ot AET M2 ot= H22| W 2K § S 2K d2 3
g uf, A3 E MO|Z (thread-safe) EFUT} 2 MOFEO| 22 57|38t HFLIZS AHRSI0 &
M AEfQF Cf|O|E] £ A2 T[St QHMSHA| M2 St=X| 2HQlsof ST,

15.4.2 2|AAS[ EXH 2L Mot 22 HEf HAteh, 1O HAH Zatol| o
(atomic) HACZ £330 TOCTOU ZM AMEHE QX|sH=X]|
7| Mol Exf R E Sh= 2t o @7 S22 22[5HK| 9
RO E S EMMM/URIE AZH0|M SHS7])

15.4.3 AYHEIL MZE JICtE|AHLE 2ot THA| o X[ X| Qf=E Y2HE 2 A S BESHL, 2 2| 3
2XIS 2|AA 23| M| FE LY E| SX|6t0 Q&8 SaA Gl IEJF QA .0

HASHR| RHEE SHEX| EQlsfof B,

15.4.4 AYHE E 8 S 222 Y YUS S5 SHS 2[AA YIS HES D, QUL EE A 3
AdE 7 °

ES

AtMlet g2 thas E=eth

[== i

« OWASP Prototype Pollution Prevention Cheat Sheet

« OWASP Mass Assignment Prevention Cheat Sheet

« OWASP CycloneDX Bill of Materials Specification

[OWASP Web Security Testing Guide: Testing for HTTP Parameter Pollution](https://owasp.org/www-

project-web-security-testing-guide/stable/4-Web_Application_Security_Testing/07-Input_Validation_Testin
Testing_for_HTTP_Parameter_Pollution
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https://cheatsheetseries.owasp.org/cheatsheets/Prototype_Pollution_Prevention_Cheat_Sheet.html
https://cheatsheetseries.owasp.org/cheatsheets/Mass_Assignment_Cheat_Sheet.html
https://owasp.org/www-project-cyclonedx/
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« OWASP Web Security Testing Guide: Testing for Error Handling
OWASP Authentication Cheat Sheet section about error messages
« OWASP Logging Cheat Sheet

OWASP Application Logging Vocabulary Cheat Sheet

V17 WebRTC
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https://owasp.org/www-project-web-security-testing-guide/stable/4-Web_Application_Security_Testing/08-Testing_for_Error_Handling/README
https://cheatsheetseries.owasp.org/cheatsheets/Authentication_Cheat_Sheet.html#authentication-and-error-messages
https://cheatsheetseries.owasp.org/cheatsheets/Logging_Cheat_Sheet.html
https://cheatsheetseries.owasp.org/cheatsheets/Logging_Vocabulary_Cheat_Sheet.html
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« The WebRTC DTLS ClientHello DoS is best documented at Enable Security’s blog post aimed at
security professionals and the associated white paper aimed at WebRTC developers

« RFC 3550 - RTP: A Transport Protocol for Real-Time Applications

« RFC 3711 - The Secure Real-time Transport Protocol (SRTP)

« RFC 5764 - Datagram Transport Layer Security (DTLS) Extension to Establish Keys for the Secure
Real-time Transport Protocol (SRTP))

« RFC 8825 - Overview: Real-Time Protocols for Browser-Based Applications

« RFC 8826 - Security Considerations for WebRTC

« RFC 8827 - WebRTC Security Architecture

« DTLS-SRTP Protection Profiles
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1. OWASP Top 10 Project: https://owasp.org/www-project-top-ten/
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2. OWASP Web Security Testing Guide: https://owasp.org/www-project-web-security-testing-
guide/

3. OWASP Proactive Controls: https://owasp.org/www-project-proactive-controls/

4. OWASP Software Assurance Maturity Model (SAMM): https://owasp.org/www-project-samm/

5. OWASP Secure Headers Project: https://owasp.org/www-project-secure-headers/

OWASP X|E AE A|2]| = (Cheat Sheet Series) Z2HE

O] Z=HE = ASVS 9| LIt FH|of 2tet X|E A EE M3t

i

ASVS 2to| i of7| M =olet 4= QICH: https://cheatsheetseries.owasp.org/IndexASVS.html

DY Hot B T2

1. OWASP Mobile Security Project: https://owasp.org/www-project-mobile-security/

2. OWASP Mobile Top 10 Risks: https://owasp.org/www-project-mobile-top-10/

3. OWASP Mobile Security Testing Guide and Mobile Application Security Verification Standard:
https://owasp.org/www-project-mobile-security-testing-guide/

OWASP AFEQIE{Ll (loT) 2t T2 HE

1. OWASP Internet of Things Project: https://owasp.org/www-project-internet-of-things/

OWASP AH{Z|A (Serverless) T2HE

1. OWASP Serverless Project: https://owasp.org/www-project-serverless-top-10/

7|E}

CHS YAO|ESE 2 BEQ| AHEXIe MEYRISOAH| 7 &3t &8E Zo|Ct.

SecLists Github: https://github.com/danielmiessler/SecLists
MITRE Common Weakness Enumeration: https://cwe.mitre.org/

PCI Security Standards Council: https://www.pcisecuritystandards.org/

> wnd e

PCI Data Security Standard (DSS) v3.2.1 Requirements and Security Assessment Procedures:
https://www.pcisecuritystandards.org/documents/PCI_DSS_v3-2-1.pdf

5. PCI Software Security Framework - Secure Software Requirements and Assessment Procedures:
https://www.pcisecuritystandards.org/documents/PCI-Secure-Software-Standard-v1_0.pdf

6. PCI Secure Software Lifecycle (Secure SLC) Requirements and Assessment Procedures: https:
//www.pcisecuritystandards.org/documents/PCI-Secure-SLC-Standard-v1_0.pdf
7. OWASP ASVS 4.0 Testing Guide https://github.com/BlazingWind/OWASP-ASVS-4.0-testing-

guide
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https://owasp.org/www-project-web-security-testing-guide/
https://owasp.org/www-project-web-security-testing-guide/
https://owasp.org/www-project-proactive-controls/
https://owasp.org/www-project-samm/
https://owasp.org/www-project-secure-headers/
https://owasp.org/www-project-cheat-sheets/
https://cheatsheetseries.owasp.org/IndexASVS.html
https://owasp.org/www-project-mobile-security/
https://owasp.org/www-project-mobile-top-10/
https://owasp.org/www-project-mobile-security-testing-guide/
https://owasp.org/www-project-internet-of-things/
https://owasp.org/www-project-serverless-top-10/
https://github.com/danielmiessler/SecLists
https://cwe.mitre.org/
https://www.pcisecuritystandards.org/
https://www.pcisecuritystandards.org/documents/PCI_DSS_v3-2-1.pdf
https://www.pcisecuritystandards.org/documents/PCI-Secure-Software-Standard-v1_0.pdf
https://www.pcisecuritystandards.org/documents/PCI-Secure-SLC-Standard-v1_0.pdf
https://www.pcisecuritystandards.org/documents/PCI-Secure-SLC-Standard-v1_0.pdf
https://github.com/BlazingWind/OWASP-ASVS-4.0-testing-guide
https://github.com/BlazingWind/OWASP-ASVS-4.0-testing-guide
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+ CryptoMon - Network Cryptography Monitor - using eBPF, written in python

+ Cryptobom Forge Tool: Generating Comprehensive CBOMs from CodeQL Outputs

Crst ot AlARIS| AtTHE| ot 2T o] Ol HIAIE|0] QICh. (E4: NIST SP 800-57 Part 1, p.71)
2oty LTS Qe 2014 23 Etel 34

<=80 2TDEA L =1024 N =160 k=1024 f=160-223
112 3TDEA L =2048 N =224 k=2048 f=224-255
128 AES-128 L=3072N =256 k =3072 f=256-383
192 AES-192 L=7680 N =384 k =7680 f=384-511
256 AES-256 L=15360 N=512 k=15360 f=512+
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https://github.com/Santandersecurityresearch/CryptoMon
https://github.com/Santandersecurityresearch/cryptobom-forge
https://csrc.nist.gov/pubs/sp/800/57/pt1/r5/final
https://cwe.mitre.org/data/definitions/112.html
https://cwe.mitre.org/data/definitions/128.html
https://cwe.mitre.org/data/definitions/192.html
https://cwe.mitre.org/data/definitions/256.html
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/dev/random Linux 4.8+ (Oct 2016), ChaCha20 AEZIS &8 A
i0S, Android, 32|11 Ct gtct. i0S 9|
£ Linux 7|8t POSIX 2  SecRandomCopyBytes

SHIEM = A EIC.

RFC7539& 7|Hte = Strt,

2! Android 2| Secure

RandomOllN Zt2Zf SHIE

HAHo| HEE HEIZ WS

ZICt,
/dev/urandom 22| Ho|HE MEst= SIEQN B ol 1 E A
Linux H<9| E4 ! HO|AEZI AAEHS
StCt
AES-CTR-DRBG NIST SPS00-90A UM Ol A O[N] AR E| A
H,0E S

BCRYPT_RNG_ALGORITHM:
M™El Windows CNG

API

BCryptGenRandomO| A

8EICt.
HMAC-DRBG NIST SP800-90A

Hash-DRBG NIST SP800-90A A

getentropy () OpenBSD2 Linux Thastn X ASHE API &

glibc 2.25+ ¥ macOS  Sdif HE2 AEZD AA
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https://git.kernel.org/pub/scm/linux/kernel/git/torvalds/linux.git/commit/?id=818e607b57c94ade9824dad63a96c2ea6b21baf3
https://datatracker.ietf.org/doc/html/rfc7539
https://developer.apple.com/documentation/security/secrandomcopybytes(_:_:_:)?language=objc
https://developer.android.com/reference/java/security/SecureRandom
https://developer.android.com/reference/java/security/SecureRandom
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-90Ar1.pdf
https://learn.microsoft.com/en-us/windows/win32/seccng/cng-algorithm-identifiers
https://learn.microsoft.com/en-us/windows/win32/api/bcrypt/nf-bcrypt-bcryptgenrandom
https://learn.microsoft.com/en-us/windows/win32/api/bcrypt/nf-bcrypt-bcryptgenrandom
https://learn.microsoft.com/en-us/windows/win32/api/bcrypt/nf-bcrypt-bcryptgenrandom
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-90Ar1.pdf
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-90Ar1.pdf
https://man.openbsd.org/getentropy.2
https://man7.org/linux/man-pages/man3/getentropy.3.html
https://man7.org/linux/man-pages/man3/getentropy.3.html
https://support.apple.com/en-gb/guide/security/seca0c73a75b/web
https://support.apple.com/en-gb/guide/security/seca0c73a75b/web
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0| 22 V11.3 e=et 22| Fof chist =7t YEE MSetct.

SelE = 2Ne|E2 U2k &AM 2 HA|Z|0f /ALt

a7 €nelE ISES HE
AES-256 FIPS 197 A

Salsa20 Salsa 20 specification A
XChaCha20 XChaCha20 Draft A
XSalsa20 Extending the Salsa20 nonce A
ChaCha20 RFC 8439 A
AES-192 FIPS 197 A
AES-128 FIPS 197 L

2TDEA D

TDEA (3DES/3DEA) D

IDEA D

RC4 D
Blowfish D

ARC4 D

DES D

AES 2= B E

AES ot Z2 25 Az = [1YT 28 ZEC o AH8E £ QUL X ZES (Electronic codebook; ECB) 2 &
U2 28 IC = OtMSHX| $OMH, AFES| M= O ZICt, ZR0t/7I2E 2 E (Galois/Counter Mode; GCM) 2t
CBC-MAC 2 Ar83tE 7H2E 2 E (Counter with Cipher Block Chaining Message Authentication Code;
CCM) = & =25 MS5tH, XA i S2[AH[0|Mof| M AH83H= Zi0| HEEICH

Lag 215 o7 SES AEH HISt At
GCM of NIST SP 800-38D A
CCM of NIST SP 800-38C

89


https://csrc.nist.gov/pubs/fips/197/final
https://cr.yp.to/snuffle/spec.pdf
https://datatracker.ietf.org/doc/html/draft-irtf-cfrg-xchacha-03
https://cr.yp.to/snuffle/xsalsa-20110204.pdf
https://www.rfc-editor.org/info/rfc8439
https://csrc.nist.gov/pubs/fips/197/final
https://csrc.nist.gov/pubs/fips/197/final
https://csrc.nist.gov/pubs/sp/800/38/d/final
https://csrc.nist.gov/pubs/sp/800/38/c/upd1/final
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https://csrc.nist.gov/pubs/sp/800/38/a/final
https://csrc.nist.gov/pubs/sp/800/38/f/final
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AES-GCM SP 800-38D A
AES-CCM SP 800-38C A
ChaCha-Poly1305  RFC 7539 A
AEGIS-256 AEGIS: A Fast Authenticated Encryption Algorithm (v1.1) A
AEGIS-128 AEGIS: A Fast Authenticated Encryption Algorithm (v1.1) A
AEGIS-128L AEGIS: A Fast Authenticated Encryption Algorithm (v1.1) A
Encrypt-then-MAC A
MAC-then-encrypt L
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https://csrc.nist.gov/pubs/sp/800/38/f/final
https://csrc.nist.gov/pubs/sp/800/38/f/final
https://csrc.nist.gov/pubs/sp/800/38/d/final
https://csrc.nist.gov/pubs/sp/800/38/c/upd1/final
https://datatracker.ietf.org/doc/html/rfc7539
https://competitions.cr.yp.to/round3/aegisv11.pdf
https://competitions.cr.yp.to/round3/aegisv11.pdf
https://competitions.cr.yp.to/round3/aegisv11.pdf
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« £3 20|71 254 H|E D|2tl s{A| gtz EE XEH0| 2525
OfZZ2|A|0|M0f| At A= ¢t EICt, CHE 82| 22, =gtd 9l
Y £ AUXTH MER A 0M = A8 M= ¢t ElC.
SHA| Az
SHA3-512 FIPS 202
SHA-512 FIPS 180-4
SHA3-384 FIPS 202
SHA-384 FIPS 180-4
SHA3-256 FIPS 202
SHA-512/256 FIPS 180-4
SHA-256 FIPS 180-4
SHAKE256 FIPS 202
BLAKE2s BLAKE?2: simpler, smaller, fast as
MD5
BLAKE2b BLAKE2: simpler, smaller, fast as
MD5
BLAKE3 BLAKE3 one function, fast
everywhere
SHA-224 FIPS 180-4
SHA-512/224 FIPS 180-4
SHA3-224 w
SHA-1 RFC 3174 & RFC 6194
CRC (Z0| 22t
MD4 RFC 1320
MD5 RFC 1321
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HMAC, KDF, RBG, CIX|E AHoj|
Hefotx| Q4L
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https://csrc.nist.gov/pubs/fips/202/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/202/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/202/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/202/final
https://eprint.iacr.org/2013/322
https://eprint.iacr.org/2013/322
https://eprint.iacr.org/2013/322
https://eprint.iacr.org/2013/322
https://github.com/BLAKE3-team/BLAKE3-specs/raw/master/blake3.pdf
https://github.com/BLAKE3-team/BLAKE3-specs/raw/master/blake3.pdf
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/202/final
https://www.rfc-editor.org/info/rfc3174
https://www.rfc-editor.org/info/rfc6194
https://www.rfc-editor.org/info/rfc1320
https://www.rfc-editor.org/info/rfc1321
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PBKDF2-HMAC-SHA-512

PBKDF2-HMAC-SHA-256

PBKDF2-HMAC-SHA-1

RFC 7914

A Future-Adaptable
Password Scheme

NIST SP 800-132, FIPS
180-4

NIST SP 800-132, FIPS
180-4

NIST SP 800-132, FIPS
180-4

7| 8k g% (Key Derivation Functions; KDFs)

U8 7| RE ¥4

HKDF

TLS 1.2 PRF
MD5 7|8 KDFs
SHA-1 7|8 KDFs

t=1: m > 47104 (46 MiB), p = 1
t=2: m > 19456 (19 MiB), p = 1
t>3: m>12288 (12 MiB), p= 1
p=1: N>2+17 (128 MiB), r = 8
p=2: N >2+16 (64 MiB), r =8
p=3: N>2+15(32 MiB), r=8

cost >10

iterations > 210,000

iterations > 600,000

iterations > 1,300,000

e
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RFC 5248
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RFC 3174 & RFC 6194

HoF BtCt. ol2{et L&l 314 (slow-hashing) 2112|&E2

0z
m
-

R .

o O = >

% (Password-based Key Derivation Function; PBKDF) = H|ZHS &0 At

93


https://www.rfc-editor.org/info/rfc9106
https://www.rfc-editor.org/info/rfc7914
https://www.researchgate.net/publication/2519476_A_Future-Adaptable_Password_Scheme
https://www.researchgate.net/publication/2519476_A_Future-Adaptable_Password_Scheme
https://csrc.nist.gov/pubs/sp/800/132/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/sp/800/132/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/sp/800/132/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://csrc.nist.gov/pubs/fips/180-4/upd1/final
https://www.rfc-editor.org/info/rfc5869
https://www.rfc-editor.org/info/rfc5248
https://www.rfc-editor.org/info/rfc1321
https://www.rfc-editor.org/info/rfc3174
https://www.rfc-editor.org/info/rfc6194
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KDF Ex T 0N HS ALER
argon2id RFC 9106 t=1: m >47104 (46 MiB),p=1 A
t=2: m > 19456 (19 MiB), p = 1 A
scrypt RFC 7914 p=1:N>2+17 (128 MiB),r=8 A
p=2: N >2+16 (64 MiB), r =8 A
p>3: N 22415 (32 MiB), r =8 A
PBKDF2-HMAC-SHA-512 NIST SP 800-132, FIPS iterations > 210,000 A
180-4
PBKDF2-HMAC-SHA-256 NIST SP 800-132, FIPS iterations > 600,000 A
180-4
PBKDF2-HMAC-SHA-1 NIST SP 800-132, FIPS iterations > 1,300,000 L
180-4
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