May 28th 2009: AppSec Europe 2009

18.00 - 18:30 Check-in
*Catering included*

18.30 - 18:45 Introduction
*OWASP organization, projects, sponsor*

19.00 - 19.45 AppSec-EU 2009
*By Sebastien Deliersnyder, Telindus*

Update on the AppSec-EU 2009: OWASP State of the union
An update on OWASP and OWASP projects and of course the highlights of the AppSec-EU 2009 presentations.

19.45 - 20.00 Break

20.00- 20:30 VAC Cross-Site Request Forgery
*By Niels Teusink, Fox-IT*

CSRF is an attack which forces an end user to execute unwanted actions on a web application in which he/she is currently authenticated. With a little help of social engineering, an attacker may force the users of a web application to execute actions of the attacker’s choosing.

Niels Teusink holds a bachelor degree in Computer Science and has been experimenting with IT security for over a decade. He has worked for Fox-IT since 2005; first as a software engineer and since 2007 as a penetration tester. He has since performed dozens of penetration tests for all sorts of companies, incl. governments, banks and nuclear installations.

20.30 - 21.15 Open session / discussion
*By Martin Knobioch/Ferdinand Vroom/Peter Gouwentak*

Discussion about subjects brought forward by the attendees

21.15 - 21:30 Discussion, questions and social networking

**Location:**
ASR Nederland
MD0.60 - Auditorium
Smallepad 30
3811 MG Amersfoort

If you want to attend, please send an email to OWASP@irc2.nl