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Bjorn 
Kimminich

15-Aug Yes Hi review team,

I *love* the leaders list membership 
being based on actual leaders.md files. 
This will sort out some people who no 
longer lead anything in an elegant and 
fair & objective way.

It is important to know the exact format 
of the leaders.md file then or parse it 
very graciously, because otherwise files 
with extra headers, like https://github.
com/OWASP/www-chapter-
germany/blob/master/leaders.md might 
not be interpreted correctly.

Also maybe it's wise to not be too 
specific on the leaders.md file being the 
repository for leader names. That could 
change at some point because we find 
a better technical solution, and then we 
don't want to change the policy for that 
reason.

Accepted

Duane Holt 14-Aug Yes The OWASP Foundation maintains 
Mailing Lists for its community to, 
among other things, manage Projects, 
share information about Chapters, 
collaborate on OWASP activities, 
communicate with subgroups like the 
Board of Directors, and discussions 
amongst Leaders. Mailing lists are the 
preferred collaboration channel for 
OWASP activities.

While outlined in further detail below, 
the key points of using Mailing Lists are:

The OWASP Foundation 
maintains Mailing Lists for its 
community.  ***deleted content***. 
Mailing lists are the preferred 
collaboration channel for OWASP 
activities.

**deleted content**

 __edit__  Mailing Lists are 
designed with the following 
requirements:

Rejected

Duane Holt 14-Aug Yes Participation and posting on Mailing 
Lists must follow the Code of Conduct
The default setting for Mailing Lists is 
unmoderated and public
All owasp.org domain lists are publicly 
viewable by everyone on the web
Nearly all lists with owasp.org domain 
lists are open for membership. Notable 
exceptions are leaders@ and global-
board@
Leaders@ and global-board@ 
membership is curated and posting is 
limited to members
Social Media like Twitter and Facebook 
along with messaging/collaboration 
tools like Slack are supplemental not 
replacement channels for email 
communications between the 
community and the OWASP Board of 
Directors, Chapters, Projects, 
Committees, teams, and Members.

Note:
Nearly all lists with owasp.org 
domain lists are open for 
membership. Notable exceptions 
are leaders@ and global-board@
Leaders@ and global-board@ 
membership is curated and 
posting is limited to members
**Add**
Other communication channels 
may be used including ** Social 
Media like Twitter and Facebook 
along with 
messaging/collaboration tools like 
Slack

But are

supplemental not a replacement 
or required

channels for **delete** 
communications between the 
community and the OWASP 
Board of Directors, Chapters, 
Projects, Committees, teams, and 
Members.

Rejected

Duane Holt 14-Aug Yes All Mailing Lists created in the owasp.
org domain shall have the default 
settings as defined later in this policy.

All Mailing Lists created in the 
owasp.org domain shall have the 
default settings as defined ** 
delete*** in this policy. Leaders of 
the group as defined in the 
leaders.md 

Rejected
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Duane Holt 14-Aug Yes (Where is .md stored, who may access, 
view and modify this file??? ))

Leaders of the group as defined in the 
leaders.md file of the group,

Rejected

Duane Holt 14-Aug Yes ** are these only exceptions???  At the 
top of article "generally" is used now 
you are specific 

Participating in Mailing Lists is a 
privilege which can be revoked at any 
time and without notice. Generally 
anyone can join most every Mailing List 
in the owasp.org domain with two 
exceptions: (1) the global-board, and 
(2) leaders lists.

Rejected

Duane Holt 14-Aug Yes ////start a new heading here... this is a 
user agreement type requirement  ////

Users of OWASP Mailing Lists shall use 
their real life identity and anonymous 
unverified identities are prohibited. 
Upon request, Members of Mailing 
Lists, shall provide within seven days of 
said request, proof of identity to Group 
Owner(s).

/// this is now a dispute resolution 
process /// shouldn't this just be 
escalated of it's an identity problem?? If 
it's a content problem then cites the 
content issue, nlock immediately, and 
resolve/////_

Rejected

Duane Holt 14-Aug Yes ****** And ANY OTHER APPLICALBLE 
PRIVACY POLICY*******NEEE LEGAL 
HERE IF YOUR GOING TO HOLDING 
OUT A PRIVACY POLICY AS THERE 
IS A TECHNOLOGY MIX..  BETTER 
TO SAY EVERYTHING ANYONE 
DOES HAS NO RIGHT TO PRIVACY 
OR MINIMAL RIGHTS BASED ON 
MOST AGRESSIVE VERSION OF ANY 
APPLICALBLE POLICY

Your email address may be publicly 
exposed to visitors and in most cases 
Mailing Lists are set to public meaning 
anyone on the internet can view your 
comments and your identity. This is by 
design. Certain lists, like those in the 
owasp.com domain, are not public but 
administrators and Group Owner(s) can 
always read and delete messages from 
any OWASP Mailing List without notice.

You have no right to privacy if you 
use lists

Accepted

Lisa Jones 31-Aug Yes leaders@owasp.org should only consist 
of current project/chapter leaders only

Duplicate

Lisa Jones 31-Aug Yes There must be consequences for not 
following the code of conduct, the 
consequences need to be spelled out 
and ADHERED to on a consistent basis.  
The lack of consistent implementation 
leaves the impression that we are not 
serious and different people receive 
different treatment which we do not 
want to create.  Zero tolerence

Rejected. 
Outside of 
Scope


